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Lightweight and Expressive Fine-Grained Access
Control for Healthcare Internet-of-Things

Shengmin Xu, Yingjiu Li ,Member, IEEE, Robert H. Deng , Fellow, IEEE,

Yinghui Zhang ,Member, IEEE, Xiangyang Luo , and Ximeng Liu ,Member, IEEE

Abstract—Healthcare Internet-of-Things (IoT) is an emerging paradigm that enables embedded devices to monitor patients vital

signals and allows these data to be aggregated and outsourced to the cloud. The cloud enables authorized users to store and share

data to enjoy on-demand services. Nevertheless, it also causes many security concerns because of the untrusted network

environment, dishonest cloud service providers and resource-limited devices. To preserve patients’ privacy, existing solutions usually

apply cryptographic tools to offer access controls. However, fine-grained access control among authorized users is still a challenge,

especially for lightweight and resource-limited end-devices. In this paper, we propose a novel healthcare IoT system fusing advantages

of attribute-based encryption, cloud and edge computing, which provides an efficient, flexible, secure fine-grained access control

mechanism with data verification in healthcare IoT network without any secure channel and enables data users to enjoy the lightweight

decryption. We also define the formal security models and present security proofs for our proposed scheme. The extensive comparison

and experimental simulation demonstrate that our scheme has better performance than existing solutions.

Index Terms—Internet-of-Things, access control, cloud computing, edge computing, attribute-based encryption

Ç

1 INTRODUCTION

INTERNET-OF-THINGS (IoT) is a novel paradigm for
machine-to-machine communication by connecting the

various physical devices through the Internet to collect, ana-
lyze and exchange data. As agreed by both the academic
and industrial communities, IoT is the future of ubiquitous
computing. According to the reports from International
Data Corporation (IDC) [1], there will be 80 billion con-
nected devices in 2025. The real-time data created by
embedded devices, machine-to-machine communications,
and IoT networks will reach about 50 Zettabyte (ZB), and it
helps to incur 163 ZB of data in that year. IoT has been
extensively adapted to many fields such as smart home,
environment monitoring, logistics, etc., and healthcare is
certainly one of the most promising scenarios of its applica-
tions. The MGC architecture (i.e., eMbedded devices,

Gateways, and Cloud architecture) of healthcare IoT net-
work is illustrated in Fig. 1. Embedded devices collect infor-
mation about patients by monitoring the corresponding
vital signals. The gateway device aggregates these data
from embedded devices and uploads them to the remote
cloud server. Medical staffs are allowed to fetch the out-
sourced data in the cloud through end-devices. However,
these devices are usually resource-limited, and the
untrusted network environment is vulnerable to a variety of
threats. Hence, it is not straightforward to directly apply
MGC architecture in real-world applications due to a vari-
ety of practicality concerns.

In a healthcare IoT network, sensitive personal informa-
tion, such as health records and treatment reports, is trans-
ferred in the untrusted network environment. According to
the report from Thales Data Threat [2], about 49 percent of
healthcare organizations use IoT to collect sensitive data in
2018. To protect data confidentiality, cryptographic tools
such as public-key and identity-based cryptosystems would
be potential solutions to provide access control for autho-
rized devices. However, these methods only provide coarse-
level data sharing, which requires the encryptor to know
the information of the corresponding decryptor in advance
to produce the ciphertext; this strategy is a one-to-one data
sharing mechanism (i.e., one ciphertext for one decryptor
rather than for a group of decryptors). In healthcare IoT net-
work, the confidential data usually is shared with multiple
users who have similar or related sets of attributes with the
unknown group size, such as the group of attending physi-
cians and the medical staff on duty. To provide fine-grained
access control, attribute-based encryption (ABE) was intro-
duced as a promising tool, which allows one ciphertext
to be shared with multiple authorized users. However, the
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standard ABE have a number of limitations which need to be
addressed before they can be applied in practice.

One disadvantage of ABE is its significant decryption
overhead. ABE cannot directly apply to healthcare IoT net-
work since lightweight devices in the IoT ecosystem have
many constraints such as computational resource, battery
lifetime and bandwidth cost. Specifically, medical staffs fetch
data collected by the embedded devices from the remote
cloud server via lightweight end-devices such as smartphone
and tablet. Directly operating ABE decryption on these devi-
ces is challenging because of their limited computational
resource and battery power. To mitigate this issue, it is criti-
cal to require another party to provide computational power
to unite the lightweight devices and ABE mechanism. One
possible solution is the cloud computingwhich pre-processes
ciphertexts and produces short ciphertexts to end-devices.
However, the spending on data transmission and the amount
of data transport is becoming the bottleneck, the feedback
from the remote cloud server is lag and even lost because of
the unreliable data transmission in the network. The other
practical solution is edge computing [3], [4], [5], which allows
data to process at the edge of the network to address the con-
cerns of lightweight devices (e.g., response time requirement,
battery life constraint, and bandwidth cost saving).

Another drawback of ABE is not sufficiently flexible for
data sharing, especially with large amount of lightweight
devices in healthcare IoT network. There are two main fla-
vors of standard ABE. In Key-Policy ABE (KP-ABE), secret
keys based on access trees, and ciphertexts are encrypted
over a set of attributes. Alternatively, Ciphertext-Policy ABE
(CP-ABE) inverts the relationship between ciphertexts and
keys. These two types of ABE cannot provide content-based
and role-based access control simultaneously [6]. KP-ABE
only offers content-based access control. Data users are
explicitly authorized to access the collection of records
matching certain requirement, which supports individuals
whose roles are not precisely defined such as contractors or
medical researchers. For example, some data owners might
be given access only to records within certain periods and
certain ranges of diseases. CP-ABE only provides role-based
access control. The access control policy is based on roles
associated with authorized accessors. The medical staff has
attributes including title, patient list, and specialty. Each pro-
tected data embeds a complex access control policy specify-
ing the type of authorized group. To aggregate advantages
of role-based and content-based access control, dual-policy
ABE (DP-ABE) was introduced [7]. In DP-ABE, a ciphertext
is generated according to a subjective access tree and a set of
an objective attributes simultaneously, and a secret key is
generated according to a set of subjective attributes and
objective access tree. Hence, DP-ABE offers a flexible data
sharing mechanism for healthcare IoT system, data users
(e.g., Affiliation: Hospital; Occupation: Doctor; Department:

Cardiology for role-based access control) have authority to
reveal some particular information (e.g., EmergencyInfo:
BloodType and EmergencyInfo: AllergyMedicine for content-
based access control) for emergency cases. Either KP-ABE or
CP-ABE cannot work in this scenario individually. There-
fore, DP-ABE is the promising cryptographic tool to offer
content-based and role-based access controls within one
cryptographic system.

The standard ABE also suffers key distribution problem.
Many cryptographic tools including DP-ABE remain the
problem of key distribution. Specifically, the key generation
center (KGC) is required to establish secure channels with
each data user as shown in Fig. 2 to distribute secret keys.
The secure channel is very expensive since both parties such
as healthcare infrastructure (as KGC) and data users must be
passed the mutual authentication to negotiate a session key
to build a secure channel to distribute secret keys against
the untrusted network environment. The agreed session key
will be discarded after data users receive secret decryption
valid keys. Hence, the scalability and usability still remain
problems.

Besides drawbacks of standard ABE, untrusted cloud ser-
vice providers also threat outsourced data integrity. The sen-
sitive data is encrypted and uploaded to remote could
service providers to enjoy cost savings and productivity
enhancements. However, the untrusted cloud service pro-
viders may modify the data to confuse users. The data integ-
rity checking remains one of the challenge issues in many
cloud-based applications.

1.1 Our Contributions

In this paper, we introduce an efficient, secure and expres-
sive fine-grained access control mechanism for lightweight
devices called server-aided dual-policy attribute-based
encryption (SA-DP-ABE) to build healthcare IoT network to
solve the above problems simultaneously.

Practical and Expressive Fine-Grained Access Control. Many
healthcare IoT cryptosystems [8], [9], [10], [11], [12], [13], [14]
only consider either content-based access control or role-
based access control. To supportmore efficient access control
(i.e., content-based and role-based access control simu-
ltaneously) for the lightweight devices, we introduce a novel
scheme called SA-DP-ABE by refining and fusing many
technologies, i.e., DP-ABE [7], edge computing [3] and out-
sourcedABE [15]. This combination is a challenge since these
techniques have individual purposes and constructions,
which leads to the combination to be non-trivial. Specifically,

Fig. 1. MGC architecture of healthcare IoT network.

Fig. 2. Distributing system parameter.
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the DP-ABE provides content-based, and role-based access
controls simultaneously. Edge computing offers the immedi-
ate response, computational resource and data storage to
lightweight end-devices. The outsourced ABE eliminates the
security channel to diminish costs during key distribution.
Besides, our securitymodel not only considers data users are
untrusted but also permits collusion attacks among the
remote cloud server, the edge server and data users to reveal
unauthorized messages. Furthermore, we introduce the
modified q assumption derived from the assumptions in [16]
and prove the security of the proposed assumption in the
generic groupmodel. After that, we give the formal proof for
our SA-DP-ABE scheme based on the modified q assump-
tion. We then prove our proposed healthcare IoT system is
secure based on the SA-DP-ABE scheme.

Lightweight Decryption Cost for End-Devices. Our scheme
only requires the constant-size public parameters, as well as
all operations and elements are in prime-order groups. In
comparison, the previous DP-ABE schemes are less efficient,
which require either linear-size public parameter [7] or
composite-order group [17]. Furthermore, the decryption
cost in our scheme is constant since expensive decryption
tasks are processed by the edge server rather than data users
themselves. The experimental analysis as shown in Section 6
demonstrates our scheme has significantly better perfor-
mance regarding computational cost and experimental
simulation than previousworks [7], [17].

Scalable Key Distribution for Healthcare Infrastructure. Many
cryptosystems require secure channels between KGC and
each user to distribute secret keys against untrusted network
environment. However, the secure channel is very expensive
that affects the scalability and usability of the underlying sys-
tems. To overcome this issue, we require that each data user
to generate a secret and public key pair, and that KGC gener-
ates attribute-based keys depending on the public keys of
corresponding data users to eliminate the secure channel,
where attribute-based keys refer to transformation keys since
they are published publicly. Furthermore, with the help of
the edge server, data users need not store the corresponding
transformation keys to reduce the storage cost of data users,
and some heavy computation tasks are also performed by
the edge server tomitigate the workload of data users.

Data Integrity and Hybrid Data Encryption. Data integrity
checking prevents compromised data from malicious cloud
servers, which is performed by data users based on random-
ness extractors and collision-resistant hash functions, such
that the malicious cloud server cannot forge a valid verifica-
tion key for any compromised data. Besides, data integrity
checking also prevents themalicious edge server, whichmay
not transform the ciphertext honestly. Hybrid encryption is
used to reduce the cost of data sharing. Specifically, we use
SA-DP-ABE to encrypt a random key K, and then encrypt
data files using a symmetric-key encryption scheme (e.g.,
AES) with K. The valid data users will retrieve K and then
reveal corresponding files. By aggregating above techniques
with hybrid encryption and randomness extractors, our
healthcare IoT cryptosystem not only provides flexible fine-
grained data sharing with lightweight cost, but also allows
data owners to verify the integrity of outsourced data. It is
worth to notice that this hybrid encryption technology is also
called key encapsulated mechanism (KEM), which requires

to choose a session key (encrypted in ABE scheme) and hash
this key to be a symmetric key (to encrypt files). However,
the simple hash function incurs many security issues includ-
ing entropy loss and non-uniform distribution. To address
this problem, the randomness extractor is used for producing
a uniform symmetric key from non-uniform session key [18].

1.2 Related Work

Healthcare System. Wan et al. [8] proposed a fine-grained
access control data sharing system based on hierarchical
ABE, and it cannot apply to the IoT ecosystem since the huge
computational overhead in data owners. Abbas and Khan [9]
provided a survey about access control in the e-Health cloud,
but they did not consider the how to apply IoT devices to e-
Health cloud. Yang et al. applied ABE to provide fine-
grained access control and keyword search in the healthcare
system. However, the massive computational workloads of
decryption and keyword search are allocated to data users.
Yang et al. [11], [12], [13], [14] provided a serial of fine-
grained healthcare data sharing systems via the cloud. How-
ever, the workload of end-users still heavy and cannot offer
content-based and role-based access control simultaneously.
Therefore, it is desirable to have a solution in lightweight
devices with flexible access control.

Standard ABE. There are two main flavors of ABE. In KP-
ABE, users’ secret keys are based on access trees, and cipher-
texts are encrypted over a set of attributes. The encryptor has
no control over who has access to the data except by choosing
descriptive attributes for the data. Fuzzy IBE (FIBE) as the ini-
tial work of KP-ABE with k-out-of-n policy was introduced
by Sahai and Waters [19]. To enrich the expression, Goyal
et al. [20] provided KP-ABE with monotonic span programs
and Ostrovsky et al. [21] proposed KP-ABE supporting non-
monotonic access structures. Attrapadung et al. [22] and Rou-
selakis andWaters [16] then proposedKP-ABEwith constant-
size ciphertexts. Alternatively, in CP-ABE, access trees are
used to encrypt data and users’ secret keys associate a set of
attributes. The encryptor has to manage the access tree to
specify the users’ access policy. The seminal work was intro-
duced by Bethencourt et al. [23] with two-level randommask-
ing methodology. To improve the performance, Waters [24]
introduced the first selectively secure CP-ABE under the non-
standard assumption, and Rouselakis and Waters [16] pro-
vided CP-ABE with the large universe. Unfortunately, the
security of above CP-ABE schemes is based on either selec-
tively secure or the security depending on the non-standard
assumptions. Lewko et al. [25] provided the first fully secure
CP-ABE based on the dual encryption system [26]. To
imporve the efficiency, Zhang et al. [27] provided the con-
stant-size CP-ABE. Recently, Koppula and Waters [28] pro-
vided a transformation to improve the security of ABE in
chosen plaintext secure to chosen ciphertext secure. Both KP-
ABE and CP-ABE can prevent any users to access unautho-
rized data, even if the outsourced data is in the untrusted
server and collusion attacks among multiple unauthorized
users. Therefore, ABE schemes are attractive in the cloud-
based cryptosystems. However, directly using them to build
cryptosystem suffersmany problems explained below.

Dual-Policy ABE. Standard ABE scheme fails to provide
content-based and role-based access control simultaneously.
To overcome this problem, DP-ABE was introduced in [7],
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[17], which is a conjunctively combined between two types
of ABE. Ciphertexts are specified access trees and a set of
attributes simultaneously, and secret keys are also required
to specified a set of attributes and access trees. There are
two types of DP-ABE: sequential DP-ABE and parallel DP-
ABE. In sequential DP-ABE, receivers will be able to decrypt
ciphertexts if who pass both restrictions. In parallel DP-ABE
(sometimes called one-policy DP-ABE), receivers only requ-
ired to satisfy one of two limitations to reveal messages. In
this paper, we consider the sequential DP-ABE. In the rest
of this paper, we only consider sequential DP-ABE since
the transformation from sequential DP-ABE to paralleled
DP-ABE is not complicated [7].

Outsourced ABE. One drawback of ABE is large overhead.
To address this issue, the outsourced ABE was proposed in
[15] to enable a third party to transform ciphertexts to par-
tially decrypted ciphertexts to reduce the workload of data
users for applying in lightweight end-devices. This concept
has been widely adapted to various cryptosystems such as
revocable identity-based encryption [29] and revocable attri-
bute-based encryption [30], [31]. In cybersecurity, this concept
is also called edge computing to optimize the IoT ecosystem
[3]. An edge server such as router closed to data users can be
configured to provide a variety of services and reduce the
transmission cost by accessing the remote cloud server. In
cryptosystems, the primary responsibility of the edge server
is to reduce the workload of data users such as moving the
majority of the cost of data decryption into the edge server.

1.3 Outline

In Section 2, we introduce the preliminaries of proposed
schemes, including the access structure to achieve fine-
grained access control, hard problems of our proposed
schemes, definition and security model of SA-DP-ABE, and
randomness extractor to improve usability. In Section 3, we
present the system model and formal definitions, including
the system architecture of the proposed healthcare IoT sys-
tem, the corresponding threat model and the formal defini-
tion of the security model. In Section 4, we propose the
workflow and generic construction of our system based on
the hybrid encryption and its formal proof. In Section 5, we
introduce a novel SA-DP-ABE scheme including the concrete
construction and formal proofs, which is an important build-
ing block to realize healthcare IoT system. In Section 6, we
give performance analysis, including functionality, compu-
tational complexity, and experimental simulation. We then
summary this paper in Section 7.

2 PRELIMINARIES

2.1 Notation

Let N denote the set of all natural numbers. For n 2 N, let ½n�
be a set of numbers from 1 to n, denoted ½n� ¼ f1; 2; . . . ; ng. If
S is a finite set, let Si denote the ith value in the set S. To sim-
plicity and prevent any understanding to readers, we give
the Table 1 to describe some frequently used notations in the
rest of the paper.

2.2 Bilinear Map

Let G and GT be two cyclic multiplicative groups of prime
order p and g be a generator of G. The map e : G� G! GT is

said to be an admissible bilinear pairing if the following prop-
erties hold.

� Bilinearity: for all u; v 2 G and a; b 2 Zp, eðua; vbÞ ¼
eðu; vÞab.

� Non-degeneration: eðg; gÞ 6¼ 1.
� Computability: it is efficient to compute eðu; vÞ for any

u; v 2 G.

2.3 Linear Secret Sharing Scheme

We recall the definition of linear secret sharing scheme
(LSSS) [32]. A LSSS policy is of the type ðM; rÞ, whereM is a
‘� nmatrix over the base fieldF and r is amapping function
from the set ½‘� to the attribute universe. A policy ðM; rÞ satis-
fies an attribute set c if ð1; 0; . . . ; 0Þ 2 Fn is contained in
SpanFðMi : rðiÞ 2 cÞ, whereMi is the ith row ofM. For sim-
plicity, we use F ¼ Zp for the rest of the paper.

2.4 Assumptions

We propose the modified q assumption, which is derived
from q-1 and q-2 assumptions [16], [33]. The purpose of this
assumption is to allow the underlying KP-ABE and CP-ABE
in our proposed SA-DP-ABE share the same master secret
key in our formal security proof.

Recall the notations ½i : x� and ½i : x; i0 : y� in [33]. Let

½i : x� and ½i : x; i0 : y� denote the row vectors in Z1�q
p in

which all components equal to 0 except the ith component
for the first vector and the i; i0th component for the second.
The non zero elements are x for the first vector and x; y for
the i; i0th possible, respectively, of the second vector.
Below we present the formal definition of modified q
assumption.

Definition 1 (Modified q assumption). Suppose a challenge
runs a group generator algorithm Gð1�Þ ! ðp;G;GT ; eÞ and
chooses generator g 2 G, and 2q þ 2 random exponents a; s; b1;
b2; . . . ; bq; c1; c2; . . . ; cq 2 Zp as well as following terms:

TABLE 1
Notation Table

Notation Description

SA Abbreviation of SA-DP-ABE scheme
SE Symmetric encryption scheme
HS Healthcare IoT system
Vo Universe of objective attribute
Vs Universe of subjective attribute
Po Objective policies
Ps Subjective policies
v A set of objective attribute s.t. v 2 Vo

c A set of subjective attribute s.t. c 2 Vs

O An objective access structure s.t. O 2 Po

S A subjective access structure s.t. S 2 Po

m Message in plaintext
c Ciphertext message
c0 Partially decrypted ciphertext (by edge server)
KGC Entity: key generate center
DO Entity: data owner
DU Entity: data user
ES Entity: edge server
CS Entity: cloud server
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g; gs; gðsaÞ
2

ga
i
; gbj ; gsbj ; ga

ibj ; g
ai=b2

j 8ði; jÞ 2 ½q; q�
g
aibj=b

2
j0 8ði; j; j0Þ 2 ½2q; q; q� with j 6¼ j0

ga
i=bj 8ði; jÞ 2 ½2q; q� with i 6¼ q þ 1

gsa
ibj=bj0 ; g

saibj=b
2
j0 8ði; j; j0Þ 2 ½q; q; q� with j 6¼ j0

gck ; gsack ; gsa=ck 8k 2 ½q�
gsa

2ck ; ga
q=c2i ; ga

q2 =c2
k 8k 2 ½q�

gsack=ck0 ; ga
qck=c

2
k0 8ðk; k0Þ 2 ½q; q� with k 6¼ k0

gsa
qþ1ck=c2k0 ; gðsaÞ

2ck=ck0 8ðk; k0Þ 2 ½q; q� with k 6¼ k0

By given the above terms, the modified q assumption is that
no polynomial-time adversary is able to distinguish the term

eðg; gÞsaqþ1 from a random term R 2 GT with more than a neg-
ligible advantage.

Remark. The modified q assumption is derived from the q-1
and q-2 assumptions [16]. The absence of ga

qþ1=bj in the
forth line is to prevent trivially attack by pairing it with the
corresponding gsbj term. On the other hand, the terms

g
aqþ1bj=b2j0 in the third line and gsa

qþ1ck=c2k0 in the last line are

given, and this poses no problems in generic group model

since j 6¼ j and k 6¼ k0 and by possible pairing the adver-
sary cannot get rid of the bj’s and ck’s. See Appendix D for

further details.

2.5 Definition of SA-DP-ABE

We propose the SA-DP-ABE based on definitions of DP-ABE
[7], [17] and outsourced ABE [15]. Our scheme not only pro-
vides content-based and role-based access simultaneously,
but also offers the lightweight decryption mechanism for
lightweight end-devices.

Definition 2 (SA-DP-ABE). A SA-DP-ABE with lightweight
decryption cost (or simply SA) scheme SA with the subjective
attribute universe Vs and the objective universe Vo that sup-
ports the subjective policies Ps and the objective policies Po with
the identity space I and themessage spaceM involves four types
of entities: a KGC, data users, data owners and an untrusted
server, and consists of the following six algorithms:
SA:Setup ð1�Þ ! ðpp;mskÞ: The probabilistic setup algo-

rithm is run by KGC. It takes a security parameter � 2 N as
input, and outputs the public parameter pp and the master secret
keymsk.
SA:KeyGen ðpp; idÞ ! ðskid; pkidÞ: The probabilistic key

generation algorithm is run by data users. It takes the public
parameter pp and an identity id 2 I as input, and outputs the
secret key skid and the corresponding public key pkid.
SA:TKGen ðpp;msk; id; pkid; ðc;OÞÞ ! tkid: The probabi-

listic transformation key generation algorithm is run by KGC.
It takes the public parameter pp, the master secret keymsk, the
identity id 2 I , the corresponding public key pkid, a set of sub-
jective attributes c 2 Vs and an objective access structure
O 2 Po as input, and outputs the transformation key tkid.
SA:Enc ðpp;m; ðS;vÞÞ ! c: The probabilistic encryption

algorithm is run by data owners. It takes the public parameter

pp, a message m 2 M, a subjective access structure S 2 Vs

and a set of objective attributes v 2 Po as input, and outputs
the ciphertext c.
SA:Transform ðpp; c; ðS;vÞ; id; tkid; ðc;OÞÞ ! c0=?: The

deterministic transformation algorithm is run by the untrusted
server. It takes the public key pk, the ciphertext c and the associ-
ated pair of the subjective access structure S 2 Ps and the set of
objective attributes v 2 Vo, an identity id 2 I and the corre-
sponding transformation key tkid associated pair of the set of
subjective attribute c 2 vs and the objective access structure
O 2 Po as input, and outputs the partially decrypted ciphertext
c0 or a failure symbol?.
SA:Dec ðpp; id; skid; c0Þ ! m: The deterministic decryp-

tion algorithm is run by data users. It takes the public parameter
pp, an identity id 2 I , the corresponding secret key skid, the
partially decrypted ciphertext c0 as input, and outputs the mes-
sagem.

The consistency condition is for all security parameter � 2 N,
all public parameter pp and master secret keymsk output by the
setup algorithm, and all secret and public key pairs ðskid; pkidÞ
output by the key generation algorithm, all messages m 2 M,
and the ciphertext c and the partially decrypted ciphertext as

SA:Encðpp;m; ðS;vÞÞ ! c;

SA:Transformðpp; c; ðS;vÞ; id; tkid; ðc;OÞÞ ! c0;

we have SA:Decðpp; id; skid; c0Þ ¼ m with probability 1.

Green et al. [15] introduced the security model for out-
sourced ABE, we refine this model and describe the security
model called selectively indistinguishable against chosen
plaintext attack (sIND-CPA) the following:

Definition 3 (sIND-CPA in SA). A SA-DP-ABE scheme con-
sists of six algorithms given above. For an adversary A, we
define the following experiment:

Experiment ExpsIND-CPA
SA;A ð1�Þ

ðS�;v�Þ  Að1�Þ; ðpp;mskÞ  SA:Setupð1�Þ;
ðm0;m1Þ  AOðppÞ; b f0; 1g;
c�  SA:Encðpp;mb; ðS�;v�ÞÞ; b0  AOðc�Þ;
If b ¼ b0 return 1 else return 0:

O denotes a set of oracles fOSAcreateð�; �Þ;OSAcorruptð�Þg:
OSAcreateð�; �Þ is a creating oracle that allowsA to query on any

set of subjective attribute c 2 Vs and any objective access
structure O 2 Po. It picks a random identity id 2 I , then runs
SA:KeyGenðpp; idÞ to obtain the corresponding secret and
public key pair ðskid; pkidÞ and runs SA:TKGenðpp;msk; id;
pkid; ðc;OÞÞ to obtain the corresponding transformation key
tkid. Finally, it returns the transformation key tkid toA.
OSAcorruptð�Þ is a corrupt oracle that allows A to query on any

identity id 2 I , and it returns the corresponding secret key
skid if it has been derived in the creating oracle. If no such key
exists, then it returns the error symbol ?.
A is allowed to issue above oracles with the restriction such

that for each corrupted users, the corresponding set of subjec-
tive attribute c 2 Vs and objective access structure O 2 Po

cannot satisfy the condition of the challenge subjective access
structure S� and set of objective attribute v� simultaneously.
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A SA-DP-ABE scheme is said to be sIND-CPA secure if for
any probabilistic polynomial-time adversary A, the following
advantage is negligible:

AdvsIND-CPA
SA;A ð1�Þ ¼ �

�Pr½ExpsIND-CPA
SA;A ð1�Þ ¼ 1� � 1=2

�
�:

2.6 Definition of Symmetric Encryption

Definition 4 (Symmetric Encryption). A symmetric encryp-
tion scheme SE with the key space K and the message spaceM
involves two types of entities: data owners and data users, and
consists of following two algorithms:
SE.EncðK;mÞ ! c: The deterministic encryption algo-

rithm is run by data owners. It takes a keyK 2 K and the mes-
sagem 2 M as input, and outputs the ciphertext c.
SE.DecðK; cÞ ! m: The deterministic decryption algo-

rithm is run by data users. It takes a keyK 2 K and the cipher-
text c as input, and outputs the messagem.

For the security model of symmetric encryption, we only
consider the one-time semantically secure (SS) since our
proposed healthcare IoT system is based on the key encap-
sulated mechanism where the key K 2 K is a session key
and would not appear in the other sessions. Below we pres-
ent the details:

Definition 5 (SS in SE). A symmetric key encryption scheme
consists of two algorithms given above. For an adversary A, we
define the following experiment:

Experiment ExpSS
SE;Að1�Þ

ðm0;m1Þ  Að1�Þ; b f0; 1g;K  K;
c SE:EncðK;mbÞ; b0  AðcÞ;
If b ¼ b0 return 1 else return 0:

A symmetric key is said to be one-time semantically secure
if for any probabilistic polynomial-time adversary A, the fol-
lowing advantage is negligible:

AdvSS
SE;Að1�Þ ¼

�
�Pr½ExpSS

SE;Að1�Þ ¼ 1� � 1=2
�
�:

2.7 Randomness Extractor

We recall the definition of randomness extractor [18]. For a
discrete distribution X over X , H1ðXÞ is the min-entropy
�log ðmaxv2X Pr½X ¼ v�Þ, and ~H1ðXjY Þ is the average min-

entropy ofX conditioned on Y as�log ðEy Y ½2�H1ðXjY¼yÞ�Þ.
We also recall the lemma that will be used in our proof.

Lemma 1 ([29]). LetX;Y and Z be random variables. If Y has at
most 2r possible values, then ~H1ðXjðY;ZÞÞ � ~H1ðXjZÞ � r.

Definition 6 (Randomness Extractor). The function

Ext : X � f0; 1g�t ! Y is an average-case ðk; �Þ-strong extractor
if for all random variables ðX;ZÞ such that X 2 X and
~H1ðXjZÞ � k, we have the statistical distance SD between two
distribution within �, such that SDððZ; s;ExtðX; sÞÞ; ðZ; s;
UYÞÞ 	 �H, where s 2 f0; 1g�t; UY 2 Y, ðZ; s;ExtðX; sÞÞ and
ðZ; s;UYÞ represent two distribution.

3 SYSTEM MODEL AND FORMAL DEFINITIONS

In this section, we introduce our system construction includ-
ing the functionality of each entity and the system architec-
ture with the formal definition, and the security about the
system threat models.

3.1 Functionalities of Entities in Healthcare IoT
System

Our healthcare IoT system includes five types of entities: a
key generate center (KGC), data owners (DOs), data users
(DUs), an edge server (ES) and a cloud server (CS), as
shown in Fig. 3. We assume CS is a remote server and ES is
a server closer to DUs, and CS and ES can be merged into a
single entity if we do not consider the geographical issues.
Moreover, our system model does not require any secure
channel. The characteristics and functions of each entity are
described as follows:
KGC KGC has responsibilities to initialize the whole sys-

tem, manage the credentials of DUs and issue trans-
formation keys to ES.

DOs DOs represent a set of users who have confidential
messages uploaded to CS for distributing them to
DUs securely.

Fig. 3. System model of healthcare IoT network.
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DUs DUs are a group of users who have valid credentials
from KGC and obtained data from ES. Furthermore,
each DU only has limited resources to manage data
storage and computation in our model.

ES ES manages transformation keys of DUs and helps
them to decrypt ciphertexts partially.

CS CS is a remote server who has a vast amount of stor-
age to accommodate the data from DOs and distrib-
utes ciphertexts to ES.

3.2 Syntax of Healthcare IoT System

Definition 7 (Healthcare IoT System). Healthcare IoT sys-
tem with lightweight decryption and data verification (or simply
HS) with the subjective attribute universe Vs and the objective
attribute universeVo that supports the subjective policiesPs and
the objective policiesPo with the identity space I and themessage
spaceMSE involves five types of entities as the above and consists
of following six algorithms:
HS.Setupð1�Þ ! ðpp;mskÞ: The probabilistic setup algo-

rithm is run by KGC. It takes a security parameter � 2 N as
input, and outputs the public parameter pp and the master
secret keymsk.
HS.KeyGenðpp; idÞ ! ðpkid; skidÞ: The probabilistic key

generation algorithm is run by DUs. It takes the public param-
eter pp and an identity id 2 I as input, and outputs the secret
key skid and the corresponding public key pkid.
HS.TKGenðpp;msk; id; pkid; ðc;OÞÞ ! tkid: The probabi-

listic transformation key generation algorithm is run by KGC.
It takes the public parameter pp, the master secret keymsk, the
identity id 2 I , the corresponding public key pkid, a set of sub-
jective attributes c 2 Vs and an objective access structure
O 2 Po as input, and outputs the transformation key tkid.
HS.Encðpp;m; ðS;vÞÞ ! ðc; vkmÞ: The probabilistic

encryption algorithm is run by DOs. It takes the public param-
eter pp, a message m 2 M, a subjective access structure
S 2 Vs and a set of objective attributes v 2 Po as input,
and outputs the ciphertext c and the corresponding verification
key vkm.
HS:Transformðpp; c; ðS;vÞ; id; tkid; ðc;OÞÞ ! c0=?: The

deterministic transformation algorithm is run by ES. It takes the
public parameter pp, the ciphertext c associated pair of the sub-
jective access structure S 2 Ps and the set of objective attributes
v 2 Vo, an identity id 2 I and the corresponding transforma-
tion key tkid associated pair of the set of subjective attribute
c 2 Vs and the objective access structure O 2 Po as input,
and outputs the partially decrypted ciphertext c0 or a failure
symbol?.
HS.Decðpp; id; skid; c0; vkmÞ ! m=?: The deterministic

decryption algorithm is run by DUs. It takes the public param-
eter pp, an identity id 2 I , the corresponding secret key skid,
the partially decrypted ciphertext c0 as input, and outputs the
messagem.

The consistency condition requires that for all security
parameter � 2 N, all public parameter pp and master secret key
msk output by the setup algorithm, and all secret and public key
pairs ðskid; pkidÞ output by the key generation algorithm, all
messages m 2 M, and the ciphertext c and the partially dec-
rypted ciphertext as

HS:Encðpp;m; ðS;vÞÞ ! ðc; vkmÞ;
HS:Transformðpp; c; ðS;vÞ; id; tkid; ðc;OÞÞ ! c0;

we have HS:Decðpp; id; skid; c0; vkmÞ ¼ m with probability 1
for data sharing and SA:Decðpp; id; skid; ~c0; vkmÞ ¼ ? for
any c0 6¼ ~c0 with probability 1 for data verification.

Remark. Healthcare IoT system as shown in Definition 7 is
same as the proposed SA-DP-ABE as Definition 2 except
we consider the verification key to check the data integ-
rity from the edge server and key encapsulation mecha-
nism for real-world applications in healthcare IoT system.

3.3 Threat Model

We assume the KGC and DOs are fully trusted entities. KGC
generates the system parameter and distributes the valid
transformation keys to the ES for all DUs. DOs encrypt the
messages based on pre-defined algorithms and then upload
corresponding ciphertexts to the CS.

CS and ES are both honest but curious. They follow our
protocols and algorithms defined in healthcare IoT system
but try to learn sensitive information without authority. The
collusion attacks of them are also allowed. Besides, CS may
modify the original outsourced data from DOs to reduce
costs or fool DUs.

DUs are untrusted who try to decrypt unauthorized
ciphertexts, and even collusion attacks with other entities
(i.e., other unauthorizedDUs, ES and CS) to reveal unautho-
rized data.

To ensure the security of our system against the above
attacks, we present two security models. One is sIND-CPA
game to the unauthorized information. This model includes
all possible attacks in our threat model, and it prevents any
probabilistic polynomial-time adversary to learn any sensi-
tive data without permission. The other one is verifiable one-
wayness secure game against chosen plaintext attack, or sim-
ply vOW-CPA, for data integrity, which detects the dishonest
CS discarding or replacing the original data fromDOs.

3.4 Security Models

Definition 8 (sIND-CPA in HS). AnHS consists of six algo-
rithms given above. For an adversaryA, we give experiment:

Experiment ExpsIND-CPA
HS;A ð1�Þ

ðS�;v�Þ  Að1�Þ; ðpp;mskÞ  HS:Setupð1�Þ;
ðm0;m1Þ  AOðppÞ; b f0; 1g;
ðc�; vkmb

Þ  HS:Encðpp;mb; ðS�;v�ÞÞ;
b0  AOðc�; vkmb

Þ;
If b ¼ b0 return 1 else return 0:

O denotes a set of oracles fOHScreateð�; �Þ;OHScorruptð�Þg, and details
are given below:

� OHScreateð�; �Þ is a creating oracle that allows A to query
on any set of subjective attribute c 2 Vs and any objec-
tive access structure O 2 Po. It picks a random identity
id 2 I , then runs HS:KeyGenðpp; idÞ to obtain the
corresponding secret and public key pair ðskid; pkidÞ
and runs HS:TKGenðpp;msk; id; pkid; ðc;OÞÞ to
obtain the transformation key tkid. Finally, it returns
the transformation key tkid toA.

� OHScorruptð�Þ is a corrupt oracle that allows A to query on
any identity id 2 I , and it returns the corresponding
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secret key skid if it has been derived in the creating ora-
cle. If no such key exists, then it returns the error sym-
bol ?.

A is allowed to issue above oracles with the restriction such
that for each corrupted users, the corresponding set of subjec-
tive attribute c 2 Vs and objective access structure O 2 Po

cannot satisfy the condition of the challenge subjective access
structure S� and set of objective attribute v� simultaneously.

TheHS is said to be sIND-CPA secure if for any probabilis-
tic polynomial-time adversaryA, the advantage is negligible:

AdvsIND-CPA
HS;A ð1�Þ ¼ �

�Pr½ExpsIND-CPA
HS;A ð1�Þ ¼ 1� � 1=2

�
�:

Definition 9 (vOW-CPA in HS). An HS consists of six algo-
rithms given above. For an adversaryA, we define the following
experiment:

Experiment ExpvOW-CPA
HS;A ð1�Þ

ðpp;mskÞ  HS:Setupð1�Þ; ðm�; S�;v�Þ  AOðppÞ;
ðc�; vkm� Þ  HS:Encðpp;mb; ðS�;v�ÞÞ;
ðc0; idÞ  AOðc�; vkm�Þ;
If HS:Decðpp; id; skid; c0; vk0m� Þ 62 fm�;?greturn1
else return 0:

O denotes a set of oracles fOHScreateð�; �Þ;OHScorruptð�Þg, and
restrictions of these oracle are identical to the settings in the
sIND-CPA model.

TheHS is said to be sIND-CPA secure if for any probabilis-
tic polynomial-time adversary A, the following advantage is
negligible:

AdvvOW-CPA
HS;A ð1�Þ ¼ �

�Pr½ExpvOW-CPA
HS;A ð1�Þ ¼ 1���:

4 PROPOSED HEALTHCARE IOT SYSTEM

In this section, we introduce the workflow of healthcare IoT
system architecture as shown in Fig. 3 based on the generic
construction of the underlying scheme as shown in Fig. 4,
and the formal security proofs of this generic construction.

4.1 Workflow of Healthcare IoT System

The workflow can be categorized into two phases: key distri-
bution and data sharing. Let HS be the generic construction
of healthcare IoT system as shown in Fig. 4, the details of
the key distribution phase are given below:

1) KGC runs the setup algorithm HS.Setupð1�Þ to
obtain public parameters pp and the master secret
key msk, and broadcast public parameter pp to DOs,
DUs and ES via the public channel or publishes these
parameters in the public platform allowing other
entities to access (See❶).

2) After receiving the public parameter fromKGC (From
❶), eachDU obtains key pairs ðskid; pkidÞ by running
the key generation algorithmHS.KeyGenðpp; idÞ and
sends the public component pkid to KGC via the pub-
lic channel (See❷).

3) After receiving the public key pkid (From ❷), KGC
defines a set of subjective attributes c 2 Vs and an
objective access structure O 2 Po based on the role of
the corresponding DU and runs HS.TKGenðppSA;
mskSA; id; pkid; ðc;OÞÞ to derive the transformation
key tkid. Next, KGC sends this transformation key tkid
to ES through the public channel (See❸). Notice that
transformation keys are distributed publicly since par-
tially decrypted ciphertexts remain secure without the
knowledge of secret keys about correspondingDUs.

The data sharing phase likes the cloud-based cryptosystem
except for the majority workload of decryption are moved
fromDUs to ES, and the details are described as follows:

Fig. 4. Generic construction of healthcare IoT system.
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4) To encrypt files m 2 MSE , DOs define a subjective
access structure S 2 Ps and a set of objective attributes
v 2 Vo for authorized DUs, and runs HS.Encðpp;
m; ðS;vÞÞ to derive and send the ciphertext c and the
corresponding verification key vkm to CS. Then, it
uploads the ciphertext c and the verification key vkm
toCS to accommodate ciphertexts (See❹).

5) When DUs intend to reveal messages, ES first fetches
ciphertexts c ¼ ðcSE ; cAEÞ and the corresponding veri-
fication key vkm from CS (See ❺) and produces par-
tially decrypted ciphertexts c0 ¼ ðcSE ; c0AEÞ by running

HS:Transformðpp; c; ðS;vÞ; id; tkid; ðc;OÞÞ. Then, it
returns the partially decrypted ciphertext c0 and the
corresponding verification key vkm toDUs (See❻). If
the algorithm returns the failure symbol ?, ES rejects
current ciphertexts to correspondingDUs.

6) After receiving ciphertexts c0 and corresponding
verification keys vkm (From ❻), DUs reveal files
m 2 MSE by running HS.Decðpp; id; skid; c0; vkmÞ or
return the failure symbol ? if the outsourced data is
compromised.

4.2 Security Proofs

Theorem 1. Suppose the underlying SA-DP-ABE scheme SA is
sIND-CPA secure, H is a family pairwise independent hash
function and symmetric encryption scheme SE is SS secure,
then the generic constructionHS in Fig. 4 is sIND-CPA secure
with the following advantage

AdvsIND-CPAHS;A ð1�Þ 	 AdvsIND-CPASA;A ð1�Þ þ �H þAdvSSSE;Að1�Þ:

The following proof based on sequence of games. Partic-
ularly, our proof includes on a serial games from Game0 to
Game2. Game0 is the original game, Game1 and Game2 will
do some modifications based on the previous game (modifi-
cations are indistinguishable from the view of adversary),
and the advantage of adversary in Game2 is negligible. It
is worth to notice that messages m0;m1 2 MSE in HS
sIND-CPA game rather m0;m1 2 MAS in SA sIND-CPA
game, the verification key and the message domain trans-
formation are based on H and SE. Hence, our HS system
relies on the security of underlying SA, H and SE. See
Appendix A for the details of proofs. Below we describe the
details of each game.

� Game0 is the original sIND-CPA game. Specifically,
the challenger ciphertext c� and verification key vk�

are in the forms of c� ¼ ðc�SA; c�SEÞ and vk�m ¼ Tag, and
the keyK�SE ¼ hðK�Þ is derived from the randomness
extractor h 2 H, whereK� 2 MSA.

� Game1 is the same asGame0 except that we use a ran-
dommessage R� 2 MSA for symmetric encryption to
derive the challenger ciphertext c� instead of the
K� 2 MSA inGame0.

� Game2 is the same asGame1 except that we use a ran-
dom string R�SE 2 MAS instead of K�SE from the ran-
domness extractor.

Theorem 2. Suppose H and H0 are two collision-resistant hash
functions, then the generic construction HS in Fig. 4 is
vOW-CPA secure.

The proof based on security reduction. If an adversary
can break our vOW-CPA secure, then we can build
an algorithm B to break collision-resistance of underly-
ing hash functions. It is worth to notice that B knows
everything including the master secret key msk and each
user’s secret key skid except for the constructions of two
collision-resistance hash functions and the security
model vOW-CPA is an adaptive model. The details are
given in Appendix B.

5 PROPOSED SA-DP-ABE SCHEME

5.1 Concrete Scheme

The concrete scheme as shown in Fig. 5. which is derived
from Rouselakis and Waters’ ABE schemes [16] and Green
et al.’s outsourced ABE [15].

The high-level idea of our proposed scheme is that DUs
individually generate the secret and public key pairs based
on the ElGamal type key pair such as ðb; gbÞ, where b is the
secret key only known by themselves, and gb is the public
key. The KGC keeps a master secret key a to issue transfor-
mation keys based on users’ public keys gb. Specifically, for
each DU, the KGC randomly picks aid 2 Zp and derives
the transformation key which includes one KP-ABE secret
key to embed the secret information aidb and one CP-ABE
secret key to maintain the secret information ða� aidÞb.
Anyone except the corresponding DU cannot eliminate b in
secret keys.

DOs encrypt data based on a subjective access structure,
a set of objective attribute and the public parameter from
the KGC. Specifically, messages are encrypted in the form of

m � eðg; gÞas. The ES can retrieve eðg; gÞaids�b for KP-ABE com-

ponent and eðg; gÞða�aidÞs�b for CP-ABE component, then
combine them to return eðg; gÞas�b for authorized data users.
The edge device cannot fully decrypt these ciphertexts since
b is unknown to the ES. By eliminating b, DUs retrieve the
message hiding component eðg; gÞas and reveal message m
by removing this component.

5.2 Security Analysis

Theorem 3. If the modified q assumption holds, then all probabi-
listic polynomial-time adversaries have a negligible advantage
in selectively breaking our scheme.

Our proof is based on the Rouselakis and Waters’ ABE
schemes [16]. One of the most challenge is to answer the
transformation key for data users who have ðc;OÞ s.t. c 2 S�

and/or v� 2 O. For data users who have either c 2 S� or
v� 2 O, B randomly chooses aid 2 Zp to generate the one part
of transformation key satisfying the challenge, and simulates
the other component with the secret information a� aid nor-
mally. For data users who have both ðc;OÞ s.t. c 2 S� and/
or v� 2 O, we chooses a random element b 2 Zp to return tkid
by running TKGenðpp;b; id; pkid; ðc;OÞÞ, where tkid has the
right distribution of the transformation key and the corre-
sponding secret key is unknown to B. Notice that A cannot
query the secret key for the users who have ðc;OÞ s.t. c 2 S�

and v� 2 O as the restriction is our model. See appendix E
for further details.
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6 EFFICIENCY ANALYSIS

To our knowledge, in addition to our work in this paper, [7],
[17] are also DP-ABE schemes. The comparison of function-
alities for above DP-ABE schemes is described in Table 2.
Our scheme is based prime-order group since the purpose
of this paper is to derive a lightweight scheme to IoT devi-
ces, and composite-order group will incur heavy workload
to data encryption and decryption, even transmission band-
width. Our scheme inherits the advantages of edge comput-
ing. Data users keep own secret keys, and their secret keys
are unknown to the edge server. Hence, the edge server
could be untrusted, it cannot learn any sensitive data

without knowing the corresponding users’ secret keys.
Besides, the users’ secret keys are unknown to KGC, and
the transformation keys generated by KGC are published
publicly. Hence, our scheme need not initialize any secure
channel.

To demonstrate the high performance of our proposed
scheme, in the rest of this section, we focus on efficiency anal-
ysis for theoretical complexity and experimental simulation.

6.1 Theoretical Complexity

Table 3 focus on the cost of data users and data owners, then
compares the theoretical complexity among [7], [17] and

Fig. 5. Concrete construction of SA-DP-ABE scheme.
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ours, including space complexity and computational com-
plexity. The theoretical analysis shows that our scheme is
comparable to DP-ABE schemes [7], [17].

For space complexity, our scheme requires KGC to gen-
erate constant-size public parameter which inherits from
the Rouselakis and Waters’ ABE [16], and constant-size
secret key (with one Zp element). It also requires cloud
server to store permanently the encrypted ciphertext, which
size is based on the ABE cryptosystem and the correspond-
ing plaintext, and requires edge server to store temporarily
the partially decrypted ciphertext (with its size equal to two
GT elements) by applying outsourced ABE [15].

For computational complexity, all schemes have the same
cost of encryption since the data owners encrypt ciphertexts
without any support from either the remote cloud server and
the edge server. In our scheme, data users only demand one
multiplication in GT group to reveal messages from the par-
tially decrypted ciphertexts. The other two schemes require
the data owners to decrypt ciphertext based on the corre-
sponding access policy and attributes. We do not consider
the cost of the edge server in Table 3 since the purpose of this
paper is to design an efficient, flexible and securemechanism
for IoT devices and the edge service helps IoT devices to
reduce the cost. We will give the time and storage consump-
tion in the next section.

6.2 Experimental Simulation

For experimental simulation, we focus on evaluating AI09
[7], and our scheme because AY15 [17] is in the composite-
order group, and the composite-order is inefficient [34]. In
general, the composite-order group has a much bigger size
than the prime-order group. Specifically, the composite-
order group needs 1024 bits if the prime-order group
requires 160 bits (discrete log versus factoring). Our experi-
ential simulation was performed on a PC running 64-bit
Windows 10 with 3.60 GHz Intel(R) Core(TM) i7-4790 CPU
and 24 GB memory. In particular, we have implemented
AI09 [7] and our scheme in Java using the JPBE library with

Type A elliptic curve and the symmetric pairing setting
from “a.properties” provided by JPBE library. Hence, in our
scheme, p is a 160-bit prime number, and elements in G and
GT have 512 bits and 1024 bits, respectively. The experimen-
tal performances are presented in Fig. 6.

Figs. 6a and 6b present the experimental performances of
the initializing system by increasing themaximumnumber of
attribute set allowed to be assigned to a key and a ciphertext.
In Fig. 6a, our scheme only remains the constant-size system
parameters rather than the linear to the maximum number of
attribute set inAI09. In Fig. 6a, our systemonly requires about
20 ms to initialize the system and keeps stable even the maxi-
mum number of attribute set increasing. The results are simi-
lar towhatwe expected performances in Table 3.

Figs. 6c and 6d give the performances of key generation
based on the number of attribute set and policies assigned to
a key. In AI09, we focus on KGC generating secret keys to
data. In our proposed scheme, we consider two cases. One is
the secret user key, each data user generates the own secret
and public key pair and broadcasts the corresponding public
key to KGC. The other one is the transformation key, KGC
generates the corresponding transformation key based on
the data user’s public key and sends the transformation key
to the edge server. From the point of data users, they need to
keep the secret key (as the blue line) in AI09 and the user
secret key (as the yellow line) in ours. Hence, from the data
user side, our scheme has much less cost of storage and com-
putation about user secret key thanAI09.

Figs. 6e and 6f present the performances of encryption
based on the different number of attribute set and policy
assigned to a ciphertext (refers to key attributes). AI09 only
has ciphertext which is generated by the data owner. In our
scheme, we consider the ciphertext which is also generated
by the data owner and the partially decrypted ciphertext
which is derived from the edge server. Although our scheme
has larger ciphertexts than AI09, these ciphertexts are stored
in the remote cloud server, and we assume the cloud server
has a vast amount of storage to accommodate ciphertexts.

TABLE 2
Functionality Summary of DP-ABE Schemes

Functionality

Type of ABE Edge Server Order of Group Security Secure Channel Data Verification

AI09 [7] DP-ABE No Prime Selective Yes No
AY15 [17] DP-ABE No Composite Adaptive Yes No
Ours DP-ABE Untrusted Prime Selective No Yes

TABLE 3
Theoretical Analysis of DP-ABE Scheme

Space Complexity Computational Complexity

Public Parameter Secret Key Ciphertext Encryption Decryption

AI09 [7] Oðmaxs þmaxoÞ Oðcþ OÞ OðSþ vÞ OðSþ vÞ Oðcþ OÞ
AY15 [17] Oð1Þ Oðcþ OÞ OðSþ vÞ OðSþ vÞ Oðcþ OÞ
Ours Oð1Þ Oð1Þ Oð1Þ OðSþ vÞ Oð1Þ
maxs denotes the maximum size of subjective attribute set allowed to be assigned to a key;
maxo is the maximum size of objective attribute set allowed to be associated with a ciphertext;
c and O represent the size of subjective attributes and objective access structure assigned to a key;
S and v are the size of subjective access structure and objective attributes assigned to a ciphertext.
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From the point of data owners, our scheme takes less compu-
tational cost than AI09. From the point of data users, the stor-
age cost is stable (2GT elements) in our scheme rather than
linear to key attributes in AI09. Hence, our scheme has much
less cost of storage and computation to handle of ciphertexts.

In Fig. 6g, we consider data users to decrypt ciphertexts
based on the number of attribute set and policies assigned to
a ciphertext. Our scheme only takes the constant-size compu-
tational time since the ciphertext has been pre-processed by
the edge server rather than data users individually in AI09.

Figs. 6h, 6i, and 6j demonstrate the scalability based on the
number of users or edge servers. Specifically, we apply mul-
tithreading to decrypt 500 ciphertexts with different number
of A&P (is short for attribute set and policy). Although the
partial decryption in the edge server takes more time than
AI09 decryption, the decryption cost in user side of our
scheme is much faster (about 1900� to 1000�) than AI09
since nomatter the number of A&P our scheme only requires
one pairing calculation. Besides, we consider edge servers
have much more powerful CPU than our PC, and we can
combine multiple devices to build edge servers for the real-
world application.

The above figures show that the experimental outcomes
are similar to what we expected in Table 3. In general, our
scheme has the constant cost in terms of system initialization,
key generation, data encryption and decryption in end-devi-
ces. Compared to the existing solution, our system requires
only 1/10 storage space and very little computing time in the
large-scale system (number of attribute set and policy is 60).

Hence, the proposed construction has compared perfor-
mance, and the data user has much less workload than the
existing DP-ABE schemes. Therefore, our scheme is suitable
for the healthcare IoT system, especially for lightweight end-
devices.

Note that the above experimental simulations from
Figs. 6a, 6b, 6c, 6d, 6e, 6f, and 6g are processed in the CPU
limited in a single core to simulate the environment of
healthcare IoT system. In healthcare IoT system, we consider
the router and PC (usually with the comparable computa-
tional resource to our experimental devices) as encryptors,
and lightweight devices such that smartphone and tablet
(with comparable computational power e.g., Apple A12
with six-core CPU and 2.49 GHz) as decryptors. Since the
computational consumption in our experimental simulation
is inmilliseconds, we consider our proposed scheme suitable
for the IoT ecosystem in the present and foreseeable future.

The scalable key distribution as shown in Table 4,we com-
pare key distribution overhead among AI09, AY15 and ours.
In AI09 and AY15, the secret key must be distributed via the
secret channel. To simulate this environment, we apply Dif-
fie-Hellman key exchange with 2048-bit large prime number
to form the secure channel, which has been widely used in
secure sockets layer and transport layer security and Diffie-
Hellman key exchange with 1024-bit has been proved unreli-
able. Diffie-Hellman key exchange requires at least 3-round
(2 rounds for key exchange between the server and the data
user and 1 round for key distribution from the server to the
data user), the server and the data user must keep the

Fig. 6. Experimental performances.
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ephemeral keys they have chosen. Our proposed scheme
does not require the server and the data user to record any
ephemeral information. Therefore, our scheme has no time
overhead and storage overhead in the key distribution
phase. Note that the server may distribute keys to multiple
data users simultaneously, overhead costs affect the perfor-
mance of key distribution.

The proposed scheme is a hybrid cryptosystem, such
that SA-DP-ABE is used for encrypting a symmetric key
K 2 K, and symmetric-key encryption is used for encrypt-
ing a data file in binary format with the key K. Hence, our
healthcare IoT system enables the encryptor to encode any
health document such as X-Ray pictures and MRI scan files
into a binary string m 2 f0; 1g�, encrypt m under the key K
using symmetric-key encryption and the key K under the
SA-DP-ABE scheme. The encryptor outsources the cipher-
texts to the cloud for fine-grained data sharing. Therefore,
our proposed scheme is suitable for protecting the health-
care system.

7 CONCLUSION AND FUTURE WORK

In this work, we investigated the problems of the IoT net-
work in the healthcare application scenario and produced a
system to realize secure IoT communication with source-
limited devices and fine-grained access control. The system
architecture, threat model and security definition were pre-
sented for the proposed system. We also provided the proof
of our proposed scheme and presented experimental analy-
sis to demonstrate our proposed construction has signifi-
cantly better performance than previous solutions. The core
technique to build secure healthcare IoT system is SA-DP-
ABE, which is a promising tool to provide lightweight and
expressive fine-grained access control. In the future, investi-
gating more scenarios based on SA-DP-ABE and discover
more applications could be interesting future works.

APPENDIX A
SECURITY PROOF FOR CONFIDENTIALITY

Claim 1. Suppose the underlying SA is sIND-CPA secure, then
the adversary’s view in Game0 and Game1 are computation-
ally indistinguishable.

Proof.We can build an algorithmB to break the sIND-CPA of
the underlying SA scheme CSA under the help ofA. B sim-
ulates Game0 or Game1 based on the underlying SA
scheme.

Init. B receives challenge information ðS�;v�Þ from A
and forwards them to CSA.

Setup. CSA returns the public parameter ppSA to B. B
chooses two collision-resistant hash function H and H0,

a random extractor h 2 H and a SS secure one-time
encryption scheme SE. B then sends public parameters
pp ¼ ðppSA;H;H0; hÞ toA.

Query Phase 1 and 2. A adaptively queries the creating
oracle OHScreateðc;OÞ and the corrupt oracle OHScorruptðidÞ. B
responses them directly based on oracles in CSA such as
OSAcreateðc;OÞ and OSAcorruptðidÞ.

Challenge. A submits messages m0 and m1 with the
same length to B. B chooses two independent random
keys K�; R� 2 MSA and sends them to CSA. CSA returns
the challenge ciphertext c�SA to B. Next, B chooses a bit
b 2 f0; 1g, sets K�SE ¼ hðR�Þ and computes the ciphertext
for symmetric encryption cSE ¼ ðK�SE ;mbÞ and verification

key vkmb
¼ H0ðHðR�Þ; cSEÞ. B then forwards c� ¼ ðc�SA; cSEÞ

and vkmb
toA.

Guess. A submit a bit b0 as the guessing of b to B and B
forward this bit to CSA.

If c�SA is derived from R� then B perfectly simulates
Game0, otherwise, simulates Game1. Hence, Game0 and
Gane1 is computationally indistinguishable depending
on the underlying SA scheme. Therefore, we have the
following result:

�
�Pr½b ¼ b0jGame0� � Pr½b ¼ b0jGame1�

�
� 	 AdvsIND-CPA

SA;A ð1�Þ:
tu

Claim 2. Suppose the underlying H is a family of pairwise inde-
pendent hash functions, then the adversary’s view in Game1
and Game2 are statistically indistinguishable.

Proof. In Game1, the key K�SE ¼ hðR�Þ is derived from the
random message R� through randomness extractor
h 2 H. In Game2, the key R�SE is a random message. By
Lemma 1, the key K�SE from the randomness extractor in
Game1 and a truly random key R�SE in Game2 are �H-sta-
tistically indistinguishable from the adversary’s point of
view. Therefore, we have the following result:

�
�Pr½b ¼ b0jGame1� � Pr½b ¼ b0jGame2�

�
� 	 �H:

tu
Claim 3. Suppose the underlying SE is SS secure, then the

adversary in Game2 has a negligible advantage.

Proof. In Game2, the key R�SE is a truly random message.
Hence, we can directly construct the algorithm B from A
to break the SS secure SE. Therefore, we have the follow-
ing result:

�
�Pr½b ¼ b0jGame2� � 1=2

�
� ¼ AdvSS

SE;Að1�Þ:
tu

TABLE 4
Performances of Scalable Key Distribution

Server User

Time Overhead Bandwidth Storage Overhead Round Time Overhead Bandwidth Storage Overhead Round

AI09 [7] 2.076s Oðcþ OÞ � 4096 bits 2 0.684 s Oðcþ OÞ � 4096 bits 1
AY15 [17] 2.076s Oðcþ OÞ � 4096 bits 2 0.684 s Oðcþ OÞ � 4096 bits 1
Ours - Oðcþ OÞ - 1 - Oð1Þ - 1
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APPENDIX B
SECURITY PROOFS FOR VERIFICATION

Proof. We can build an algorithm B to break collision-
resistance of H and H0.

Setup. B receives two challenge hash functions ðH;H0Þ
and then runs HS:Setupð1�Þ to generates the public
parameter pp and the master secret key msk, except for
hash functions H and H0 are from the challenger. B
returns the public parameter pp to A.

Query Phase 1 and 2. A adaptively queries the creating
oracle OHScreateðc;OÞ and the corrupt oracle OHScorruptðidÞ. B
responses them by running the corresponding algorithms
since themaster secret keymsk is known by B.

Challenge. B receives a challenge messagem� and corre-
sponding challenge information ðS�;v�Þ. B generates the
challenge ciphertext by running HS:Encðpp;m�; ðS�;
v�ÞÞ ! ðc�; vkm� Þ, where the verification key vkm� ¼
H0ðHðK�Þ; cSEÞ. Finally, B returns c� ¼ ðcSA; cSEÞ vkm� is
derived from the challenge hash functions ðH;H0Þ.

Guess. A outputs the partially decrypted ciphertext c0

and the identity id.B retries the secret key bid and recovers
the message m 62 fm�;?g via HS.Decðpp; id; skid; c0; vkmÞ.
Let vkm be the verification key of the message m and cSE
be the ciphertext about symmetric component from the
returning message c0, we then consider following two
cases:

� If ðHðKÞ; cSEÞ 6¼ ðHðK�Þ; c�SEÞ, B obtains the collision of the

hash function H 0 because the valid ciphertext c0 from A.
Specifically, the ciphertext c0 passing the verifica-
tion means we have vkm� ¼ vkm s:t: H0ðHðKÞ; cSEÞ ¼
H0ðHðK�Þ; c�SEÞ.
� If ðHðKÞ; cSEÞ ¼ ðHðK�Þ; c�SEÞ, B obtains the collision of the
hash function H since HðKÞ ¼ HðK�Þ.

Therefore, if A can break our vOW-CPA secure, then we
can break collision-resistance of underlying hash func-
tions H;H0. tu
Data Integrity. The verification of outsourced data is oper-

ated by cooperating the encryption algorithm and the
decryption algorithm. Specifically, the encryption algorithm
generates the ciphertext c and the corresponding verification
key vkm, and vkm is a hash result of symmetric key K 2 K
and the corresponding ciphertext cSE . The decryption algo-
rithm recovers the symmetric key K 2 K to generates the
hash value based onK and the ciphertext cSE , and compares
this hash value to the verification key vkm to enable the data
user to verify the outsourced data integrity.

APPENDIX C
ROUSELAKIS AND WATERS’ ABE [16]

Rouselakis and Waters [16] proposed practical KP-ABE and
CP-ABE schemes proven secure under decisional q-1 and
q-2 assumptions. Our concrete scheme based on these two
ABE schemes and the security of our proposed scheme can
be reduced to them. Let KP denote KP-ABE scheme and CP
represent CP-ABE scheme. We omit the definition and
secure model of above scheme and reader may refer to [16]
for details.

APPENDIX D

SECURITY PROOF FOR MODIFIED q ASSUMPTION

Before giving the formal proof, we recall the corollary in [33]
as follows:

Corollary 1. If ~A1 ¼ ð0; 0; . . . ; 0; 1Þ 2 Z1�K
p and h ~A1; Aii for all

i 2 ½L�, the corresponding GT -monomial assumption is secure
in the generic group model if and only if for all i; j 2 ½L� it is
true that ~A0 6¼ Ai þAj.

Lemma 2. The modified q assumption is secure in the generic
group model.

Proof. Recall the notations ½i : x� and ½i : x; i0 : y� in [33]. Let
½i : x� and ½i : x; i0 : y� denote the row vectors in Z1�q

p will
all components equal to 0 except the ith component for
the first vector and the i; i0th component for the second.
The non zero elements are x for the first vector and x; y
for the i; i0th possible, respectively, of the second vector.
The Table 5 shows a compact from of the matrix A where
rows of similar type are shown in one line.

In order to prove the lemma we have to show that by
adding any two rows of matrix A we cannot get the row
vector ~A0 ¼ ðq þ 1; 1; 0; 0; . . . ; 0Þ. By inspecting Table 5,
we only have to check the rows of types 2; 5; 10; 11;
14; 15; 16; 19; 21 and 22, which have non zero in the s
column.

The only rows that can be added to row 2 and give all
zero’s in the bi and ci columns are row 1, rows of type 3
and row 12. Both none of them we can get the q þ 1
component in the a column. Rows of type 5 can be
added to rows of type 8 to give only zeros in the bi and
ci columns, but the term with q þ 1 is excluded since the
item j ¼ j is not given. Rows of type 10 and 11 suffer
the same problem since term bj=b

2
j0 with j 6¼ k0 prevents

zero elements in the bi and ci columns. By adding the

other rows to rows of type 14, 15 and 16, it has either

only zeros in the bi and ci columns or the q þ 1 term in
column a. The term ck=c

2
k0 with k 6¼ k0 is not given to

rows of type 21 and 22, it prevents zero elements in the

bi and ci columns.
Therefore, according to corollary 1, the modified q

assumption is secure in the generic group model. tu
Notice that the rows from 1 to 12 are the term in q-1 assump-
tion. Bymodifying a to x, aq to y, s to z and c to b in the rows of
1 to 3 and 12 to 22, we have all the terms in q-2 assumption.

APPENDIX E

SECURITY PROOF OF PROPOSED SCHEME

Our security proof is based on the security proofs in [16].
Specifically, we merge two proofs in [16] by simulating one
master secret key and less size public parameters based on
our modified q assumption. The details are given below:

Proof. Suppose there exists a polynomial-time adversary A
that can break our scheme in sIND-CPA model with a
non-negligible advantage. We build a simulator B that
can attack the modified q assumption with a non-negligi-
ble advantage. For simplicity, let Ckp and Ccp be simulators
for KP-ABE and CP-ABE in [16], the following proofs will
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reuse some components in [16] using Ckp and Ccp. Notice
that the modified q assumption includes instants of the
q-1 assumption and the q-2 assumption.

Init.B receives the given terms from the assumption and
the challenge information ðS�;v�Þ from A, where S� ¼
ðN� 2 Z‘s�ns

p ;p� : ½‘s� ! ZpÞ andv� ¼ ðv�1;v�2; . . . ;v�koÞ.
Setup. B generates the public parameters by following

the setup in Ckp and Ccp. Ckp should output ~g, ~u; ~h; ~w and

eðg; gÞ~a, and Ccp should output g, u; h; w; v and eðg; gÞa.
Based on the terms from the modified q assumption,

some of them can be merged as:

g ¼ ~g ¼ g; w ¼ ~w ¼ ga;

eðg; gÞa ¼ eðg; gÞ~a � eðg; gÞ~a ¼ eðga; gaq Þ � eðg; gÞ~a;

where ~a 2 Zp is known to B. B returns the public parame-

ters g; u; h; w; v; ~u; ~h to A.
Query Phases 1 and 2. A queries the following oracle

adaptively.
Ocreateðc;OÞ: Parsec ¼ ðc1;c2; . . . ;cksÞ andO ¼ ðM 2

Z‘o�no
p ; r : ½‘o� ! ZpÞ. B first chooses a random identifier id,

then picks bid 2 Zp and derives the transformation key tkid
as following cases:

Case 1: If v� 2 O and c 2 S�. B returns the transforma-
tion key by running TKGenðpp;bid; id; pkid; ðc;OÞÞ.

Case 2: If v� 62 O. B picks aid 2 Zp, then simulates the
KP-ABE component embedded a� aid by reusing the sim-
ulation in Ckp and the CP-ABE embedded aid normally. B
combines these two keys and modify every term with an
additional exponent bid. The details are given below:

B reuses the key generation oracle of Ckp to generates
the secret key with secret information a� ~a as:

skkp ¼ ðfsk1;i; sk2;i; sk3;igi2½‘o�Þ:

B picks x2; :::xno 2 Zp and set ~x ¼ ð~a� aid; x2; ::;
x2Þ> 2 Zno�1

p , then computes

~� ¼ ð�1; �2; . . . ; �‘oÞ ¼M~x:

It modifies the secret key skkp as:

sk0kp ¼ ðfsk01;i; sk02;i; sk03;igi2½‘o�Þ
¼ ðfsk1;i � g�i ; sk2;i; sk3;igi2½‘o�Þ:

B runs CP:KeyGenðpp;aid;cÞ to generates the secret key
skcp as:

skcp ¼ ðsk1; sk2; fsk3;i; sk4;igi2½ks�Þ:

B then returns the transformation key based on sk0kp, skcp
and bid as:

tkid ¼ ðftk1;i; tk2;i; tk3;igi2½‘o�; tk4; ftk5;t; tk6;tgt2½ks�Þ;
¼ ððsk01;i � sk1Þbid ; sk0bid2;i ; sk

0bid
3;i gi2½‘o�; sk

bid
2 ;

fskbid3;t ; sk
bid
4;t gt2½ks�Þ:

Case 3: If c 62 S�. B picks aid 2 Zp, then simulates the CP-
ABE component embedded a� aid by reusing the simu-
lation in Ccp and the KP-ABE embedded aid normally. B

TABLE 5
Compact from of Matrix A and Target Vector ~A for the Modified q Assumption

Type Given Terms Conditions a s b1 b2 ::: bq c1 c2 ::: cq

1 g 0 0 0 0 ... 0 0 0 ... 0

2 gs 0 1 0 0 ... 0 0 0 ... 0

3 ga
i 8i 2 ½q� i 0 0 0 ... 0 0 0 ... 0

4 gbj 8j 2 ½q� 0 0 ½j : 1� 0 0 ... 0

5 gsbj 8j 2 ½q� 0 1 ½j : 1� 0 0 ... 0

6 ga
ibj 8ði; jÞ 2 ½q; q� i 0 ½j : 1� 0 0 ... 0

7 g
ai=b2

j 8ði; jÞ 2 ½q; q� i 0 ½j : ð�2Þ� 0 0 ... 0

8 g
aibj=b

2
j0 8ði; j; j0Þ 2 ½2q; q; q�with j 6¼ j0 i 0 ½j : 1; j0 : ð�2Þ� 0 0 ... 0

9 ga
ibj=bj0 8ði; j; j0Þ 2 ½2q; q; q�with j 6¼ j0 i 0 ½j : 1; j0 : ð�2Þ� 0 0 ... 0

10 gsa
ibj=bj0 8ði; j; j0Þ 2 ½q; q; q�with j 6¼ j0 i 1 ½j : 1; j0 : ð�1Þ� 0 0 ... 0

11 g
saibj=b

2
j0 8ði; j; j0Þ 2 ½q; q; q�with j 6¼ j0 i 1 ½j : 1; j0 : ð�2Þ� 0 0 ... 0

12 gðsaÞ
2

2 2 0 0 ... 0 0 0 ... 0

13 gck 8k 2 ½q� 0 0 0 0 ... 0 ½k : 1�
14 gsack 8k 2 ½q� 1 1 0 0 ... 0 ½k : 1�
15 gsa=ck 8k 2 ½q� 1 1 0 0 ... 0 ½k : �1�
16 gsa

2ck 8k 2 ½q� 2 1 0 0 ... 0 ½k : 1�
17 ga

q=c2
k 8k 2 ½q� q 0 0 0 ... 0 ½k : �2�

18 ga
q2 =c2

k 8k 2 ½q� q2 0 0 0 ... 0 ½k : �2�
19 gsack=ck0 8ðk; k0Þ 2 ½q; q�with k 6¼ k0 1 1 0 0 ... 0 ½k : 1; k0 : ð�1Þ�
20 ga

qck=c
2
k0 8ðk; k0Þ 2 ½q; q�with k 6¼ k0 q 0 0 0 ... 0 ½k : 1; k0 : ð�2Þ�

21 gsa
qþ1ck=c2k0 8ðk; k0Þ 2 ½q; q�with k 6¼ k0 q þ 1 1 0 0 ... 0 ½k : 1; k0 : ð�2Þ�

22 gðsaÞ
2ck=ck0 8ðk; k0Þ 2 ½q; q�with k 6¼ k0 2 2 0 0 ... 0 ½k : 1; k0 : ð�1Þ�

~A0 eðg; gÞsaqþ1 q þ 1 1 0 0 ... 0 0 0 ... 0
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combines these two keys and modify every term with an
additional exponent bid. The details are given below:
B reuses the key generation oracle of Ccp to generates

the secret key with secret information a as:

skcp ¼ ðsk1; sk2; fsk3;i; sk4;igi2½ks�Þ:

B then modifies the secret key skcp as:

sk0cp ¼ ðsk01; sk02; fsk03;i; sk04;igi2½ks�Þ
¼ ðsk1 � g�aid ; sk2; fsk3;i; sk4;igi2½ks�Þ:

B runs KP:KeyGenðpp;aid;OÞ to generates the secret key
skkp as:

skkp ¼ ðfsk1;i; sk2;i; sk3;igi2½‘o�Þ:

B then returns the transformation key based on skkp, sk
0
cp

and bid as:

tkid ¼ ðftk1;i; tk2;i; tk3;igi2½‘o�; tk4; ftk5;t; tk6;tgt2½ks�Þ;
¼ ððsk1;i � sk01Þbid ; skbid2;i ; sk

bid
3;i gi2½‘o�; sk

0bid
2 ;

fsk0bid3;t ; sk
0bid
4;t gt2½ks�Þ:

OcorruptðidÞ: If id has not been issued, B returns ?. Other-
wise, B returns bid. Notice that A cannot query this oracle
for the user idwho has ðc;OÞ s:t: v� 2 O and c 2 S�.

Challenge.A submits twomessagesm0 andm1 with the
same length. B picks a bit b 2 f0; 1g and follows the chal-
lenge phase of Ckp and Ccp to derive the challenge cipher-
text and returns it to A. Notice that both Ckp and Ccp
generate the challenge ciphertext based on the random-
ness based on the term gs, which is given in themodified q
assumption.

Guess. A outputs a guess b0 for the challenge bit. If
b0 ¼ b, it outputs 0 to claim that challenge term is a valid
tuple. Otherwise, it outputs 1.

If the challenge tuple is valid, the simulation in above
game is proper since we have eðg; gÞsaqþ1 and B will break
the modified q assumption by using A. If the challenge
tuple is invalid, a random term R 2 GT instead of

eðg; gÞsaqþ1 leads to misbehave challenge ciphertext.

Hence, A cannot learn any information from this cipher-

text and the advantage of A is 0. Hence, if A can break

our security game, then we can build B to break the mod-

ify q assumption. Therefore, the security of our proposed

SA-DP-ABE relies on the modify q assumption, which

has been proved secure in generic group model. tu

ACKNOWLEDGMENTS

This research is supported in part by AXA Research Fund,
the Key Research and Development Program of Shaanxi
[2019KW-053], the New Star Team of Xi’an University of
Posts and Telecommunications [2016-02], the National Nat-
ural Science Foundation of China (No. U1636219, U1804263
and 61702105), the National Key R&D Program of China
(No. 2016QY01W0105, 2016YFB0801303), and the Science
and Technology Innovation Talent Project of Henan Prov-
ince (No. 184200510018).

REFERENCES

[1] D. Reinsel, J. Gantz, and J. Rydning, “Data age 2025: The evolution
of data to life-critical,” 2017. [Online]. Available: https://www.
seagate.com/www-content/our-story/trends/files/Seagate-WP-
DataAge2025-March-2017.pdf

[2] T. D. T. Report, “Thales data threat report: Trend om encryp-
tion and data security,” 2018. [Online]. Available: https://dtr-
healthcare.thalesesecurity.com/pdf/2018-thales-data-threat-
report-healthcare-edition-executive-summary.pdf

[3] W. Shi, J. Cao, Q. Zhang, Y. Li, and L. Xu, “Edge computing:
Vision and challenges,” IEEE Internet Things J., vol. 3, no. 5,
pp. 637–646, Oct. 2016.

[4] M. Chiang and T. Zhang, “Fog and iot: An overview of research
opportunities,” IEEE Internet Things J., vol. 3, no. 6, pp. 854–864,
Dec. 2016.

[5] J. Ren, H. Guo, C. Xu, and Y. Zhang, “Serving at the edge: A scal-
able iot architecture based on transparent computing,” IEEE
Netw., vol. 31, no. 5, pp. 96–105, Aug. 2017.

[6] J. A. Akinyele, M. W. Pagano, M. D. Green, C. U. Lehmann,
Z. N. J. Peterson, and A. D. Rubin, “Securing electronic medical
records using attribute-based encryption on mobile devices,” in
Proc. 1st ACM Workshop Secur. Privacy Smartphones Mobile Devices,
2011, pp. 75–86.

[7] N. Attrapadung and H. Imai, “Dual-policy attribute based
encryption,” in Proc. Int. Conf. Appl. Cryptography Netw. Secur.,
vol. 5536, pp. 168–185, 2009.

[8] Z. Wan, J. Liu, and R. H. Deng, “HASBE: A hierarchical attribute-
based solution for flexible and scalable access control in cloud
computing,” IEEE Trans. Inf. Forensics Secur., vol. 7, no. 2, pp. 743–754,
Apr. 2012.

[9] A. Abbas and S. U. Khan, “A review on the state-of-the-art pri-
vacy-preserving approaches in the e-health clouds,” IEEE J.
Biomed. Health Informat., vol. 18, no. 4, pp. 1431–1441, Jul. 2014.

[10] J. Yang, J. Li, and Y. Niu, “A hybrid solution for privacy preserv-
ing medical data sharing in the cloud environment,” Future Gener-
ation Comput. Syst., vol. 43/44, pp. 74–86, 2015.

[11] Y. Yang, X. Zheng, W. Guo, X. Liu, and V. I. Chang, “Privacy-
preserving fusion of iot and big data for e-health,” Future Gen-
eration Comput. Syst., vol. 86, pp. 1437–1455, 2018.

[12] Y. Yang, X. Zheng, X. Liu, S. Zhong, and V. Chang, “Cross-
domain dynamic anonymous authenticated group key manage-
ment with symptom-matching for e-health social system,” Future
Generation Comput. Syst., vol. 84, pp. 160–176, 2018.

[13] Y. Yang, X. Liu, R. H. Deng, and Y. Li, “Lightweight sharable and
traceable secure mobile health system,” IEEE Trans. Dependable
Secure Comput., 2018, doi: 10.1109/TDSC.2017.2729556.

[14] L. Yeh, P. Chiang, Y. Tsai, and J. Huang, “Cloud-based fine-
grained health information access control framework for light-
weightiot devices with dynamic auditing andattribute revoca-
tion,” IEEE Trans. Cloud Comput., vol. 6, no. 2, pp. 532–544,
Apr.-Jun. 2018.

[15] M. Green, S. Hohenberger, and B. Waters, “Outsourcing the
decryption of ABE ciphertexts,” in Proc. 20th USENIX Conf. Secur.,
2011, pp. 34–34.

[16] Y. Rouselakis and B.Waters, “Practical constructions and newproof
methods for large universe attribute-based encryption,” in Proc.
ACMSIGSACConf. Comput. Commun. Secur., 2013, pp. 463–474.

[17] N. Attrapadung and S. Yamada, “Duality in ABE: Converting
attribute based encryption for dual predicate and dual policy via
computational encodings,” in Proc. Cryptographers Track RSA Conf.
vol. 9048, pp. 87–105, 2015.

[18] Y. Dodis, L. Reyzin, and A. D. Smith, “Fuzzy extractors: How to
generate strong keys from biometrics and other noisy data,” in
Proc. Int. Conf. Theory Appl. Cryptographic Tech., 2004, pp. 523–540.

[19] A. Sahai and B. Waters, “Fuzzy identity-based encryption,” in
Proc. 24th Annu. Int. Conf. Theory Appl. Cryptographic Tech.,
vol. 3494, pp. 457–473, 2005.

[20] V. Goyal, O. Pandey, A. Sahai, and B. Waters, “Attribute-based
encryption for fine-grained access control of encrypted data,” in
Proc. 13th ACM Conf. Comput. Commun. Secur., 2006, pp. 89–98.

[21] R. Ostrovsky, A. Sahai, and B. Waters, “Attribute-based encryp-
tion with non-monotonic access structures,” in Proc. 14th ACM
Conf. Comput. Commun. Secur., 2007, pp. 195–203.

[22] N.Attrapadung, B. Libert, andE. de Panafieu, “Expressive key-policy
attribute-based encryption with constant-size ciphertexts,” in Proc.
Int.Workshop Public Key Cryptography, vol. 6571, pp. 90–108, 2011.

XU ET AL.: LIGHTWEIGHT AND EXPRESSIVE FINE-GRAINED ACCESS CONTROL FOR HEALTHCARE INTERNET-OF-THINGS 489

https://www.seagate.com/www-content/our-story/trends/files/Seagate-WP-DataAge2025-March-2017.pdf
https://www.seagate.com/www-content/our-story/trends/files/Seagate-WP-DataAge2025-March-2017.pdf
https://www.seagate.com/www-content/our-story/trends/files/Seagate-WP-DataAge2025-March-2017.pdf
https://dtr-healthcare.thalesesecurity.com/pdf/2018-thales-data-threat-report-healthcare-edition-executive-summary.pdf
https://dtr-healthcare.thalesesecurity.com/pdf/2018-thales-data-threat-report-healthcare-edition-executive-summary.pdf
https://dtr-healthcare.thalesesecurity.com/pdf/2018-thales-data-threat-report-healthcare-edition-executive-summary.pdf
http://dx.doi.org/10.1109/TDSC.2017.2729556


[23] J. Bethencourt, A. Sahai, and B. Waters, “Ciphertext-policy
attribute-based encryption,” in Proc. IEEE Symp. Secur. Privacy,
2007, pp. 321–334.

[24] B. Waters, “Ciphertext-policy attribute-based encryption: An
expressive, efficient, and provably secure realization,” in Proc. Int.
Workshop Public Key Cryptography, vol. 6571, pp. 53–70, 2011.

[25] A. B. Lewko, T. Okamoto, A. Sahai, K. Takashima, and B.
Waters, “Fully secure functional encryption: Attribute-based
encryption and (hierarchical) inner product encryption,” in
Proc. Annu. Int. Conf. Theory Appl. Cryptographic Tech., vol. 6110,
pp. 62–91, 2010.

[26] B. Waters, “Dual system encryption: Realizing fully secure IBE
and HIBE under simple assumptions,” in Proc. Annu. Int. Cryptol-
ogy Conf., 2009, pp. 619–636.

[27] Y. Zhang, D. Zheng, X. Chen, J. Li, and H. Li, “Efficient attribute-
based data sharing in mobile clouds,” Pervasive Mobile Comput.,
vol. 28, pp. 135–149, 2016.

[28] V. Koppula and B. Waters, “Realizing chosen ciphertext sec-
urity generically in attribute-based encryption and predicate
encryption,” IACR Cryptology ePrint Archive, vol. 2018, 2018,
Art. no. 847.

[29] B. Qin, R. H. Deng, Y. Li, and S. Liu, “Server-aided revocable
identity-based encryption,” in Proc. Eur. Symp. Res. Comput. Secur.,
2015, pp. 286–304.

[30] H. Cui, R. H. Deng, Y. Li, and B. Qin, “Server-aided revocable
attribute-based encryption,” in Proc. Eur. Symp. Res. Comput.
Secur., 2016, pp. 570–587.

[31] B. Qin, Q. Zhao, D. Zheng, and H. Cui, “Server-aided revoca-
ble attribute-based encryption resilient to decryption key
exposure,” in Proc. Int. Conf. Cryptology Netw. Secur., 2017,
pp. 504–514.

[32] S. Xu, G. Yang, and Y. Mu, “Revocable attribute-based encryption
with decryption key exposure resistance and ciphertext dele-
gation,” Inf. Sci., vol. 479, pp. 116–134, 2018.

[33] Y. Rouselakis and B. Waters, “New constructions and proof meth-
ods for large universe attribute-based encryption,” IACR Cryptol-
ogy ePrint Archive, vol. 2012, 2012, Art. no. 583.

[34] B. Lynn, “Pbc library manual 0.5. 11,” 2006. [Online]. Available:
https://crypto.stanford.edu/pbc/manual

Shengmin Xu received the BSc degree from the
School of Computing and Information Technol-
ogy, University of Wollongong, Australia, in 2014
and the PhD degree in cryptography from the
University of Wollongong, Australia, in 2018. He
is currently a research fellow with the School of
Information System, Singapore Management
University, Singapore. His research interests
include cryptography and information security.

Yingjiu Li is an associate professor with the
School of Information Systems, Singapore Man-
agement University. His research interests
include RFID security and privacy, mobile and
system security, data application security and pri-
vacy. He has served on the editorial boards (and
committee chair) of many information security
international journals (and conferences). He is a
member of the IEEE.

Robert H. Deng is AXA chair professor of cyber-
security and director of the Secure Mobile Centre,
School of Information Systems, Singapore Man-
agement University (SMU). His research inter-
ests include data security and privacy, cloud
security and Internet of Things security. He
received the Outstanding University Researcher
Award from National University of Singapore, Lee
Kuan Yew Fellowship for Research Excellence
from SMU, and Asia-Pacific Information Security
Leadership Achievements Community Service

Star from International Information Systems Security Certification Con-
sortium. His professional contributions include an extensive list of posi-
tions in several industry and public services advisory boards, editorial
boards and conference committees. These include the editorial boards
of the IEEE Security & Privacy Magazine, the IEEE Transactions on
Dependable and Secure Computing, the IEEE Transactions on Informa-
tion Forensics and Security, the Journal of Computer Science and Tech-
nology, and Steering Committee Chair of the ACM Asia Conference on
Computer and Communications Security. He is a fellow of the IEEE.

Yinghui Zhang is a professor of National
Engineering Laboratory for Wireless Security
(NELWS), Xi’an University of Posts & Telecom-
munications since 2018. He is also a research fel-
low with Singapore Management University. His
research interests include public key cryptogra-
phy, cloud security and wireless network security.
He has published more than 80 research articles
including ASIACCS, the IEEE Transactions on
Services Computing, the Computer Networks,
the IEEE Internet of Things Journal, the Com-
puters & Security. He is a member of the IEEE.

Xiangyang Luo received the MS and PhD
degrees from Zhengzhou Information Science
and Technology Institute, Zhengzhou, China, in
2004 and 2010, respectively. From 2006 to 2007,
he was a visiting scholar of the Department of
Computer Science and Technology of Tsinghua
University. His main research interests include
network and information security. He is the author
or co-author of more than 150 refereed interna-
tional journal and conference papers. He is cur-
rently a professor of State Key Laboratory of

Mathematical Engineering and Advanced Computing, China. In addition,
he also recently served as guest editor of some special issues of Interna-
tional Journal the Multimedia Tools and Applications, the Security and
Communication Networks, the Journal of Universal Computer Science
and the International Journal of Internet, etc.

Ximeng Liu received the BSc degree in electronic
engineering fromXidianUniversity, Xian, China, in
2010 and the PhD degrees in cryptography from
Xidian University, China, in 2015. Now, he is a full
professor with the College of Mathematics and
Computer Science, Fuzhou University, China.
Also, he is a research fellow with the School of
Information System, Singapore Management Uni-
versity, Singapore. His research interests include
cloud security, applied cryptography and big data
security. He has published more than 100

research articles include the IEEE Transactions on Information Forensics
and Security, the IEEE Transactions on Dependable and Secure Com-
puting, the IEEE Transactions on Computers, the IEEE Transactions on
Industrial Informatics, the IEEE Transactions on Services Computing, the
IEEE Transactions on Cloud Computing, and IEEE INFOCOM. He
awards “Minjiang Scholars Distinguished Professor, “Qishan Scholars in
Fuzhou University, and ACM SIGSAC China Rising Star Award (2018).
He served as a leader guest editor for Wireless Communications and
Mobile Computing. He amember of the IEEE, ACM, CCF.

" For more information on this or any other computing topic,
please visit our Digital Library at www.computer.org/csdl.

490 IEEE TRANSACTIONS ON CLOUD COMPUTING, VOL. 10, NO. 1, JANUARY-MARCH 2022

https://crypto.stanford.edu/pbc/manual

	Lightweight and expressive fine-grained access control for healthcare internet-of-things
	Citation
	Author

	Lightweight and Expressive Fine-Grained Access Control for Healthcare Internet-of-Things


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /sRGB
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages false
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 150
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.40
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages false
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000650067006e006500720020007300690067002000740069006c00200064006500740061006c006a006500720065007400200073006b00e60072006d007600690073006e0069006e00670020006f00670020007500640073006b007200690076006e0069006e006700200061006600200066006f0072007200650074006e0069006e006700730064006f006b0075006d0065006e007400650072002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f00620065002000500044004600200061006400650063007500610064006f007300200070006100720061002000760069007300750061006c0069007a00610063006900f3006e0020006500200069006d0070007200650073006900f3006e00200064006500200063006f006e006600690061006e007a006100200064006500200064006f00630075006d0065006e0074006f007300200063006f006d00650072006300690061006c00650073002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f006200650020005000440046002000700072006f00660065007300730069006f006e006e0065006c007300200066006900610062006c0065007300200070006f007500720020006c0061002000760069007300750061006c00690073006100740069006f006e0020006500740020006c00270069006d007000720065007300730069006f006e002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <FEFF005500740069006c0069007a006500200065007300730061007300200063006f006e00660069006700750072006100e700f50065007300200064006500200066006f0072006d00610020006100200063007200690061007200200064006f00630075006d0065006e0074006f0073002000410064006f00620065002000500044004600200061006400650071007500610064006f00730020007000610072006100200061002000760069007300750061006c0069007a006100e700e3006f002000650020006100200069006d0070007200650073007300e3006f00200063006f006e0066006900e1007600650069007300200064006500200064006f00630075006d0065006e0074006f007300200063006f006d0065007200630069006100690073002e0020004f007300200064006f00630075006d0065006e0074006f00730020005000440046002000630072006900610064006f007300200070006f00640065006d0020007300650072002000610062006500720074006f007300200063006f006d0020006f0020004100630072006f006200610074002000650020006f002000410064006f00620065002000520065006100640065007200200035002e0030002000650020007600650072007300f50065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <FEFF004b00e40079007400e40020006e00e40069007400e4002000610073006500740075006b007300690061002c0020006b0075006e0020006c0075006f0074002000410064006f0062006500200050004400460020002d0064006f006b0075006d0065006e007400740065006a0061002c0020006a006f0074006b006100200073006f0070006900760061007400200079007200690074007900730061007300690061006b00690072006a006f006a0065006e0020006c0075006f00740065007400740061007600610061006e0020006e00e400790074007400e4006d0069007300650065006e0020006a0061002000740075006c006f007300740061006d0069007300650065006e002e0020004c0075006f0064007500740020005000440046002d0064006f006b0075006d0065006e00740069007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f0062006100740069006c006c00610020006a0061002000410064006f00620065002000520065006100640065007200200035002e0030003a006c006c00610020006a006100200075007500640065006d006d0069006c006c0061002e>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Suggested"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


