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Abstract— A social-based routing protocol for opportunistic 
networks considers the direct delivery as forwarding metrics. By 
ignoring the indirect delivery through intermediate nodes, it 
misses chances to find paths that are better in terms of delivery 
ratio and time. To overcome this limitation, we propose to 
incorporate transitivity, which considers the indirect delivery 
through intermediate nodes, as one of the forwarding metrics. 
We also found that some message forwards do not improve the 
delivery performance. To reduce the number of these useless 
forwards, the proposed scheme forwards messages to an 
encountered node when the increase of total utility value is 
greater than a threshold. Using a simulator with real world trace 
data sets, we compare the proposed scheme with the existing 
protocols, epidemic routing and SimBetTS. Compared with 
SimBetTS, the proposed scheme increases delivery ratio by 1.5 
percent and decreases delay time by 2 percent while reducing 
overhead by 30 percent. 
 
Keywords— Opportunistic Routing, Social-based Routing, Data 
Dissemination, Delay-Tolerant Networks, Opportunistic 
Networks 

I. INTRODUCTION 
Opportunistic networks [1], also called intermittently 

connected networks or delay-tolerant networks (DTNs), aim at 
delivering messages even in a disconnected environment.  As 
they move around, nodes are exchanging messages with their 
neighbors which have a better chance of bringing the 
messages to destination nodes. Epidemic message exchange is 
proposed in the first place. It delivers a message to a 
destination but gives a rise to a large amount of message 
copies in the network which may lead to network congestion. 
In order to deliver messages more efficiently, several schemes 
[17-23] have been proposed.  

One of such efforts is to consider social perspectives of 
users’ mobility: social-based opportunistic network routing 
scheme [3, 4, 5]. HiBOp[3] exploits high level context like 
user’s residence and work location for learning how users 
relate with each other and optimizing data forwarding. Bubble 
Rap[5] adopts two social metric, community and centrality for 
selecting efficient forwarding paths. SimBetTS[4] 
incorporates as its routing metrics tie strengths as well as 
community and centrality. It exploits the total utility value, 
which is derived from three social metrics, similarity, 
betweenness centrality, and tie strength, to determine whether 
to forward messages to an encountered node. Though the 

existing schemes including SimBetTS assume the indirect 
delivery in which a node delivers messages to a destination 
node through intermediate nodes, their forwarding metrics 
only consider the direct delivery. For example, a node in the 
same community with a destination node is likely to meet the 
destination node than others in different communities. 
Similarity is considered as a metric to detect community. And 
tie strength in SimBetTS expresses how well a node can 
deliver messages to a destination node by itself. Although 
betweenness centrality allows messages to be forwarded to 
popular nodes that have a high chance to meet other suitable 
carriers, it is used for preventing message from being isolated 
in SimiBetTS. 

 
Fig. 1  Ties with strength in real networks and calculation of total utility value 

Let us assume that tie strengths between nodes are as 
shown in Figure 1(a). Based on this, Figure 1(b) shows how 
total utility values are calculated when node C encounters 
node E. Both node C and node E have the same number of 
neighbor nodes to node D so that their similarity, betweenness 
centrality and tie strength are the same. Thus, since SimBetTS 
considers both node C and node E have the same delivery 
probability, node C does not forward messages to node E. As 
shown in Figure 1(a), social distance [16] from E to D can be 
longer than the sum of those from E to CN2 and CN2 to D. 
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That is, the direct delivery probability from E to D can be less 
than the indirect delivery probability from E to D through an 
intermediate node, CN2. When considering the indirect 
delivery probability, we can easily find that node E has higher 
chances to deliver the messages to node D than node C. 

In this paper, we propose a new scheme that exploits not 
only two metrics, betweenness centrality and tie strength, 
proposed by SimBetTS but also an additional social metric, 
social transitivity. The proposed scheme defines social 
transitivity as the degree of delivery probability indirectly 
through intermediate nodes. Transitivity is calculated from the 
sum of product of tie strengths between nodes in the all paths 
from a sender node to a destination node. The proposed 
scheme combines transitivity and tie strength for calculating 
total utility value.  

When a node meets another node having a greater total 
utility value for a message, the message is forwarded. If the 
difference of total utility values of the two nodes is very small, 
the forwarding may incur overhead without improving the 
delivery performance. We propose to set a threshold for the 
difference of total utility values. If the difference is below the 
threshold, even if an encountered node has a greater total 
utility value than the current node, the current node does not 
forward messages to the encountered node unconditionally. In 
the proposed scheme, a node derives the threshold from the 
average of differences of total utility values per hop for all 
delivered messages to it. 

We implement an event-driven simulator and compare the 
proposed scheme with the existing works using real world 
trace data sets, Infocom05 [9] and Cambridge [15]. The 
proposed scheme outperforms SimBetTS with the increased 
delivery ratio by 1.5 percent and the decreased delay time by 2 
percent while reducing overhead by 30 percent. The proposed 
scheme achieves delivery ratio and delay time close to those 
of epidemic routing [2], while it incurs far less overhead. 

The rest of the paper is organized as follows: In Section II, 
we provide comparison of existing schemes and especially, 
gives more detailed information about SimBetTS in terms of 
social metrics, such as similarity, betweenness centrality, and 
tie strength. Section III explains the design considerations for 
the proposed scheme. Then, in Section IV, we propose a new 
social metric, transitivity, and show how to calculate the total 
utility value based on transitivity, and introduce the routing 
algorithm.  In Section V, we present simulation results and an 
evaluation for our proposed scheme. Finally, Section VI gives 
conclusion and describes future work. 

II. RELATED WORK 
HiBOp [3, 6] uses two social metrics: community and tie 

strength. Community is calculated based on the match, a 
measure of similarity, between the context of a destination 
node and a sending node. It shows that a node, which lived or 
commuted in near areas with a destination node, has more 
chances to deliver the messages. Tie strength identifies links 
which have a higher probability of availability. It is possible 
to quantify tie strength between two nodes based on how 

frequently they encounter each other, how recently they have 
met, and how long they were together. 

SimBet [7] considers both centrality and community as 
metrics to determine the next forwarding nodes. In addition to 
these two metrics, SimBetTS [4] incorporates tie strength to 
address the problem of SimBet’s unawareness of the time-
varying nature of link availability.  

Like SimBet, Bubble Rap [5, 8] also uses centrality and 
community to calculate the delivery probability. Each node 
forwards messages to a more popular node until the messages 
are delivered to a node which belongs to the same community 
with the destination node. Then, the messages are forwarded 
to a more popular node within the community until delivered 
to the destination node.  

Social metrics used in the schemes above are derived from 
the properties of social networks, which are examples of 
complex networks [10]. There are various properties of social 
networks, such as the small-world phenomenon [12], 
transitivity, and degree distribution [11].  

 
TABLE I 

SOCIAL NETWORK PROPERTIES AND METRICS IN SOCIAL-BASED SCHEMES  

Schemes HiBOp Bubble 
Rap 

SimBet
TS

Social 
metrics 

Community v v v 
Tie Strength v - v 
Centrality - v v 

Social 
networks 
properties 

Community 
structure v v v 

Degree 
distribution v v v 

Short average 
path length v v v 

Degree 
correleation 

v - v 

 
In table I, we show social metrics and social network 

properties which are used in the above social-based schemes. 
There are four social network properties: community structure, 
degree distribution, short average path length, and degree 
correlation. Degree distribution describes how many links a 
node has to other nodes. Community structure means that two 
nodes within same community have a higher density of links 
than different communities. Short average path length is 
similar to the small-world phenomenon. Degree correlation 
shows that some selective links, which is called assortative 
mixing or homophily, exist in social networks. Based on the 
social network properties, three social metrics, community, 
centrality, and tie strength, are derived and adopted to 
calculate the total utility value which represents the links 
probability and is used to determine whether to forward 
messages to encountered node. 

III. DESIGN CONSIDERATIONS 
    In this section, we extract the key requirements necessary to 
incorporate social transitivity into calculating of total utility 
value and to determine whether a forward is useful or not.  
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IV. PROPOED SCHEME 

A. Overview  

 

Fig. 2  Overview of the proposed sch
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relative sub-utility value of tie strength and transitivity. Unlike 
SimBetTS, it does not incorporate similarity and betweenness 
centrality in the utility calculation and the rationale behind 
this is given in section V.B. 

When node A meets another node B, its total utility value 
for a message destined to node D, UAሺDሻ, is derived from the 
weighted average of the relative transitivity utility denoted as RTAሺDሻ values   and the relative tie strength utility denoted as RSAሺDሻ . We use the weighed factor as α, and both two 
attributes, transitivity and tie strength, are considered to be of 
equal importance in the simulation. In short, the total utility 
value of node A for the message destined to node D is 
calculated as 

 UAሺDሻ ൌ α ൈ RTAሺDሻ  ൅  ሺ1 െ  αሻ ൈ RSAሺDሻ          ሺ2ሻ 
 

where     RTAሺDሻ ൌ  TAሺDሻTAሺDሻ ൅ TBሺDሻ                        ሺ3ሻ     RSAሺDሻ ൌ  SAሺDሻSAሺDሻ ൅ SBሺDሻ                        ሺ4ሻ 

 
Please note that all utility values are relative metrics that are 

defined in comparison with an encountered node B. As shown 
in the formula (2, 3), we cannot calculate the relative utility 
values if both node A and B has zero transitivity utilities and 
tie strengths to a destination node. This is a case where node 
encounters are sparse and the destination node has a small 
number of social interactions. The proposed scheme uses 
betweenness centrality, which is independent of a destination 
node, to handle this situation. In such a case, the message is 
forwarded to node B if the betweenness of node B is greater 
than that of node A. 

D. Calculation of Threshold 
It is reasonable to conjecture that the delivery probability 

will not increase that much when a node forwards messages to 
an encountered node that has slightly higher total utility value 
than it. We need to know how big the increment of total utility 
value should be to assure that a message forward is not wasted. 
We exploit the history of successful message deliveries as a 
base for such a decision. A node forwards a message to an 
encountered node when the total utility value of the 
encountered node is bigger than that of itself. The differences 
between the total utility values vary across hops as well as 
destinations. Equipped with the statistics of such differences, a 
node can tell whether the total utility value of an encountered 
node regarding a destination is relatively big enough. There 
are an issue in the exploitation of overall statistics of message 
deliveries in forwarding decisions. Each node cannot access 
delivery statistics of all other nodes.  The proposed scheme 
tackles the issue by exchanging delivery statistics with 
encountered nodes.   

Based on the delivery information obtained locally as well 
as from other nodes, each node calculates the threshold value 
independently by taking the arithmetic average of differences 
of total utility values of all forwards involved in all successful 

deliveries. After calculating the threshold, a node forwards 
messages to the encountered node if the difference between 
the total utility values for two nodes is greater than the 
threshold. In case of the difference is less than the threshold, 
the node determines whether to forward or not based on the 
ratio of the difference between total utility values to the 
threshold, which is shown in (5). The node forwards messages 
to the encountered node in the probability of the ratio.  

 Ratio ൌ  Difference of total utility valueThreshold                ሺ5ሻ 
 

E. Forwarding Decision 
Table II shows the routing algorithm when node A 

encounters node B. When node A receives a HELLO message 
from node B, node A updates the tie strength for node B and 
any messages destined for node B are sent. The two nodes 
then exchange both encounter vectors and tie strength vectors 
that are used for updating the betweenness centralities and tie 
strength vectors. Both nodes also update the threshold by 
exchanging its delivery statistics. Subsequently, both nodes 
exchange a summary vector of messages, which includes 
destination nodes, and betweenness centrality that they are 
currently carrying.  

 
TABLE II 

ROUTING ALGORITHM, PSEUDOCODE FOR NODE A 

PROCEDURE Handle-HELLO(node B) 
FOREACH m in Messages DO 
    IF m.destination == B 
        THEN DeliverMessage(m, B) 
ENDFOR 
ExchangeEncounterVectors(B) 
ExchangeTieStrengthVectors(B) 
UpdateBetweennessCentrality() 
UpdateTieStrength() 
sv = ExchangeMessageSummaryVector(B) 
ExchangeMessages(B, sv) 

END 
 
PROCEDURE ExchangeMessages(node B, 
SummaryVector sv) 
    MessagesToRequest = {} 
    FOREACH destination D in sv DO 
        Calculate TA(D), TB(D)  
        IF({TA(D), TB(D), SA(D), SB(D)}=={0}) 
        THEN                    

IF(BetweennessCentrality(A)>BetweenessCentrality
(B) ) 
THEN MessagesToRequest.Add(D) 

         ELSE 
            Difference = UA(D) - UB(D)   
            IF (Difference > Threshold) 
               THEN MessagesToRequest.Add(D) 



            ELSE 
IF((Difference>zero)&&(Math.random()<Ratio)) 

THEN MessagesToRequest.Add(D)   
    ENDFOR 
END 

 

V. SIMULATION 
In this section, we describe our simulation setup and results. 

We then explain the performance of the proposed scheme by 
comparing it with SimBetTS and Epidemic routing schemes. 
We implement a custom event-driven simulator. In case of 
Epidemic routing, which uses random pair-wise exchanges of 
messages among nodes, we suppose that both encountered 
nodes can receive all unseen replicas of messages like in a 
flooding-based scheme. 

A. Simulation Environments 
The trace files used for the event-based simulation are from 

Infocom05 [9] and Cambridge [15].  
We generate 5 sets of scenarios each of which contains a 

set of message delivery requests. Each delivery request is 
tuple of (sender node, destination node, sent time). Nodes are 
selected from all nodes in the traces files using a uniform 
random distribution. All simulation results are the average of 
these 5scenarios.  

1)  Simulation with Infocom05 trace: The number of whole 
participants and devices are 41 and 264, respectively, and the 
experiment lasted three days. A contact is considered as a 
symmetric interaction so that both nodes can exchange its own 
messages with each others. The contact duration is the 
difference between beginning time and ending time of the 
contact. Table III shows the summary of simulation 
environments. Buffer size is unlimited and Time-to-live (TTL) 
is set as 86,400 seconds. And the whole simulation time is 
274,883 seconds. The first message sent time is 27,184 
seconds after the beginning of simulation. Then, until 239,584 
seconds, all 41 nodes generate 20 messages which towards 
different destination nodes per hour, totally 49,200 messages. 
The weight factor for tie strength and transitivity is 0.5. And 
two versions of SimBetTS and the proposed scheme are 
simulated respectively: a single-copy version and a multi-copy 
version. 

2)  Simulation with Cambridge trace: The experiment, 
Cambridge, lasted five days and the number of all participants 
and devices are 12 and 223, respectively. The whole 
simulation time is 454040 seconds and the first message sent 
time is the time after 2613 seconds from the beginning time of 
the simulation. Then, until 400000 seconds, all 12 nodes 
generate 10 messages which towards different destination 
nodes per hour, for a total of 13200 messages. Unlike 
Infocom05, because of small sizes of contacts and number of 
nodes, a single-copy version of SimBetTS and the proposed 
scheme is simulated. 

 

TABLE III 
SUMMARY OF SIMULATION ENVIRONMENTS 

Parameter Infocom05 Cambridge 
Simulation time 274883(s) 454040(s) 
Number of sent 

messages 49200 13200 

Number of nodes 41 12 
Time-to-live 86400(s) 
Buffer size Infinite 

Schemes SimBetTS(R1, R4), 
Epidemic routing, Proposed(R1, R4) 

Weight factor(α) 0.5 
 

B. Evaluation 
In this section, we show four metrics for comparing the 

delivery performance of the schemes. We then compare the 
proposed scheme with SimBetTS and Epidemic routing based 
on these metrics.  

1)  Evaluation metrics: We use four metrics for evaluation: 
delivery ratio, delay time, overhead, and hop count. Delivery 
ratio means the percentage of the number of delivered 
messages to destination nodes among total number of sent 
messages from source nodes. Delay time is the average 
elapsed time for delivered messages to destination nodes. 
Overhead presents the amount of generated message traffic to 
deliver a message. In other words, this is computed by 
dividing the total number of forwarded messages by the 
number of delivered messages. Finally, we can get the 
information of message path length from the hop count which 
is the average hop counts for total delivered messages.  

2)  Performance Comparison using Infocom05 trace: 
Figure 4 shows the results for all delivered messages. As 
expected, Epidemic routing achieves the greatest message 
delivery performance, about 43000 delivered messages. The 
proposed scheme performs better than SimBetTS. While 
similarity just takes a message to the same community with a 
destination node, and tie strength provides the direct delivery 
probability, transitivity complements them by incorporating 
an indirect delivery probability to the message. When 
analyzing the trace data set, some time periods, such as 
120000s to 150000s or 200000s to 240000s, have only a small 
number of contacts compared to other time periods. So, the 
number of delivered messages is not increased during these 
periods. Conversely, because of the large number of contacts, 
the number of delivered messages climbs at a fast pace in 
other time periods.  

 



 
Fig. 3  The total number of delivered messages for Infocom05 trace 

 
In figure 5, the whole delivered messages are divided by the 

delay time every 3000 seconds. Epidemic routing provides 
smaller delay time than other schemes. The ultimate goal of 
our scheme is to have similar performance to that of Epidemic 
routing. Compared to SimBetTS, the proposed scheme is 
becoming more like that of Epidemic routing by being shift 
left. In SimBetTS, as the simulation goes on, there is nothing 
to choose among the similarities of all nodes. Thus, 
determining whether to forward or not depends on the tie 
strength and betweenness centrality. These two metrics make 
messages on a node delayed, because the node just waits until 
encountering either the destination node or a node which has a 
higher total utility value than itself. When analyzing the path 
of all delivered messages, we can easily see the examples for 
the above case that cause message delay. However, transitivity, 
which exhibits the indirect delivery probability through 
neighbor nodes, could avoid the situation where messages are 
delayed.  

 

 
Fig. 4  Frequency distribution for the number of delivered messages for 

Infocom05 trace 

 
Table IV summarizes the simulation results. As mentioned 

before, the proposed scheme shows better performance in 
delivery ratio and delay time than SimBetTS. Although the 
proposed scheme uses transitivity, which involves the indirect 
delivery probability through neighbor nodes and causes the 
number of forwards to increase, the threshold reduces the 
amount of forwards. Figure 6 shows the total number of 
forwards, regardless of whether the message is delivered to 
the destination node or not.  

Use of multi-copy replicas in the proposed scheme 
effectively reduces performance gap between the proposed 
scheme and the epidemic routing except for the deficiency of 
messages having a short delay time, shown like the first 
column in figure 5. This problem remains as future work. 

 
TABLE IV 

COMPARISON OF SIMULATION RESULTS FOR INFOCOM05 TRACE 

Schemes 
Delivery 

Ratio 
(%) 

Delay 
Time 

(s) 
Overhead Hop 

Count 

Epidemic 87.6 23132 36.1 3.50 
Proposed(R4) 86.0 25212 9.41 2.64 
Proposed(R4)-

global 86.1 25178 9.42 2.61 

SimBetTS(R4) 84.5 25596 12.4 2.94 
Proposed(R1) 75.5 27670 3.12 2.71 
Proposed(R1)-

global 75.7 27680 3.20 2.72 

SimBetTS(R1) 74.1 28362 4.31 3.69 
 

Unlike SimBetTS, similarity is replaced by tie strength 
and betweenness centrality is used conditionally.  

As mentioned in section I, similarity exhibits the 
probability of being in the same community among nodes so 
that within the same community, there are more frequent 
interactions among neighbor nodes than between different 
community. When considering contact information between 
two specific nodes, tie strength could provide a fine-grained 
direct delivery probability, which overcomes the limitation of 
similarity.  

Betweenness centrality performs well when the destination 
node of a message is not known to a sending node or an 
encountered node. Under this situation, the message could be 
forwarded to a popular node which has a higher chance to 
meet other suitable carriers so that it keeps the message from 
being isolated. However, in SimBetTS, which combines three 
social metrics, betweenness centrality is misused except for 
preventing the message from being isolated. For example, a 
current node has high tie strength for a destination node with 
low betweenness centrality. When an encountered node has 
much higher betweenness centrality than the current node, a 
message to the destination node has no choice but to be 
forwarded to the encountered node. This example shows that 
betweenness centrality is likely to causes the message to be 
delayed. Thus, the proposed scheme uses betweenness 
centrality conditionally only in the case of a message being 
isolated. 



 

 
Fig. 5  The total number of forwards for Infocom05 trace 

 
Compared with the delivery performance of global 

knowledge based proposed scheme, that of the estimated 
knowledge gives comparable results. Because, In figure 7, as 
time goes on, the threshold from the distributed method which 
uses statistical approximates to that of global knowledge.  

 

 
Fig. 6  The threshold for Infocom05 trace 

 

3)  Performance Comparisons using Cambridge trace: 
Due to the small sizes of contacts and the number of nodes, 
the delivery performance of SimBetTS and the proposed 
scheme could not be evaluated appropriately, especially, in 
case of a multi-copy version. So, table 5 shows the summary 
of simulation results for a single-copy version of SimBetTS 
and the proposed scheme. The propose scheme gives slightly 
better delivery performance than SimBetTS. 

 
TABLE V 

COMPARISON OF SIMULATION RESULTS FOR CAMBRIDGE TRACE 

Schemes 
Delivery 

Ratio 
(%) 

Delay 
Time 

(s) 
Overhead Hop 

Count 

Epidemic 54.6 29591 19.28 2.52 
Proposed(R1) 48.3 30741 2.93 2.32 
Proposed(R1)-

global 48.4 30657 2.89 2.40 

SimBetTS(R1) 46.7 30890 3.13 2.37 
 
As shown in figure 8 and figure 9, Epidemic routing 

achieves the best performance for delivery ratio and delay 
time, but remains the largest overhead. Performance metrics 
of the proposed scheme are located between those of 
Epidemic routing and those of SimBetTS. As considering the 
indirect delivery probability through neighbor nodes, nodes 
enlarge the view to deliver messages to destination nodes so 
that the proposed scheme could increase the delivery 
probability with decreased delay time.  

 

 
Fig. 7  The total number of delivered messages for Cambridge trace 

 
In figure 8, there are highs and lows in delivery 

performance on the sections, because the number of contacts 
between nodes is different for each section. 

 

 
Fig. 8  Frequency distribution for the number of delivered messages for 

Cambridge trace 

 



Figure 10 exhibits the total number of forwarded messages. 
The number of forwards for Epidemic routing is too big to fit 
in a  graph and it is omitted. Even if the proposed scheme 
consider the indirect delivery probability that increases 
overhead, due to the use the threshold, the number of forwards 
in the proposed scheme is less than that of SimBetTS.  

 

 
Fig. 9  The total number of forwards for Cambridge trace 

 
Figure 11 shows that as time goes on, the threshold from 

the distributed method using statistical approximates is 
following that from global knowledge. Thus, the performance 
from estimated knowledge provides comparable results to that 
of global knowledge based.  

 

 
Fig. 10  The threshold for Cambridge trace 

 

VI. CONCLUSIONS 
In this paper, we propose a social-based data dissemination 

scheme for opportunistic networks. The proposed scheme 
combines three social metrics, transitivity, tie strength, and 
betweenness centrality, and uses threshold for the difference 
between total utility values.   

For existing protocol, SimBetTS, we argue the problem of 
missing the indirect delivery probability. As ignoring the 
indirect delivery through intermediate nodes, it misses many 
chances to find better paths. To overcome this problem, we 
propose to incorporate transitivity, which considers the 
indirect delivery probability through the neighbor nodes, as 
one of forwarding metrics.  

For removing the useless forwards, we suggest using 
threshold when forwarding so that the proposed scheme can 
avoid useless forwards when both nodes have few difference 
of total utility value. Additionally, in order to prevent 
messages from being isolated, we conditionally use 
betweenness centrality.  

We implement an event-driven simulator which runs on 
real-world trace data sets, and compare the proposed scheme 
with the existing protocols, epidemic routing and SimBetTS. 
As mentioned before, epidemic routing gives the best 
performance of delivery ratio and delay time, but leaves the 
problem of overhead. Compared with SimBeTS, the proposed 
scheme achieves higher delivery ratio and shorter delay time 
while incurring less overhead. 

As using the threshold for difference of total utility values, 
we reduce the useless forwards. Although we derive the value 
based on the average difference of total utility values per hop 
for all delivered messages to destination nodes, it is not fine-
grained. As a future work, we are now trying to figure out 
how to select the threshold according to the context of 
networks, such as network size, number of replicas, etc. All 
experiments in this paper assume that all nodes have unlimited 
resource usages, such as buffer size and power consumption. 
But when the resources are limited, it is inevitable to fall 
down the performance. To recover the weakened performance 
by limited resource capacity is another topic for future 
research. 
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